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ABSTRACT

This Article challenges and proposes refinements to the “unwilling or unable” doctrine. Governments after 9/11 have invoked the doctrine to justify the use of force in self-defense against non-state actors (NSAs) operating within the territory of nonconsenting states. Responding to criticism that it lacked substance and a legal foundation, Daniel Bethlehem famously developed more detailed principles to embed the policy firmly in law, strike a balance between the interests of target states and territorial states, and bridge the gap between scholars and policy makers. His principles were embraced by governments as reflecting custom. The effort was laudable, but the principles fell short of their objective, and they create a risk of destabilizing the jus ad bellum regime.

This Article notes that the principles do not reflect custom, and it examines some of the ways in which they are inconsistent with the established understanding of the jus ad bellum regime. Specifically, they: lower the threshold for what constitutes an armed attack; eviscerate the temporal component from the concept of imminence, thereby destabilizing the core principle of necessity; improperly import the law of state responsibility into the jus ad bellum analysis; and undermine the independence of the international humanitarian law (IHL) and the jus ad bellum regimes. Finally, the principles do not provide sufficient guidance.
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on how or by whom a range of key determinations are to be made, particularly regarding the “ability” or “unwillingness” of the territorial state. The principles lump all these determinations together and suggest that they may all be made unilaterally by the target state, governed only by a single, low reasonableness standard. All of this weakens the constraints of the jus ad bellum regime more generally, thus raising the risk of inter-state war.

The Article takes seriously the operational imperatives in dealing with the threat posed by terrorist organizations but proposes refinements to the principles to address each of these problems, so as to achieve greater consistency with established principles of the jus ad bellum regime. It develops new ideas on imminence, and drawing upon theories of self-judgment in international law, it disaggregates the decisions that have to be made and proposes differentiated standards to govern their execution and later assessment.
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I. INTRODUCTION

In the aftermath of the terrorist attacks on the United States on September 11, 2001 (the 9/11 attacks), the United States and other Western states developed legal justifications for the use of force against transnational terrorist organizations operating from within the territory of weak or sympathetic states. The primary justification articulated by the United States for using lethal force against members of the terrorist organizations themselves, as distinct from the states within which they were operating, has been that the United States is in a “transnational non-international armed conflict” with al-Qaeda, the Taliban, and associated forces. ¹ This formulation soon encompassed such disparate groups as al-Qaeda in the Arabian Peninsula (AQAP), al-Shabab, Boko Haram, and Daesh (also known as the Islamic State in Syria or ISIS), to name a few. ² But this justification, even if accepted as entirely valid, only provided authority under international humanitarian law (IHL) for the use of lethal force

1. Initially the United States argued that the conflict with al-Qaeda and associated forces constituted a war to which the law of armed conflict did not apply, but the Supreme Court rejected such arguments and held that it was a non-international armed conflict to which Common Article 3 of the Geneva Conventions applied. See Hamdan v. Rumsfeld, 548 U.S. 557, 628–31 (2006). It was subsequently called a “transnational non-international armed conflict,” or an “internationalized non-international armed conflict,” in an attempt to distinguish it from the traditional understanding of non-international armed conflict as being internal to a state. See generally David E. Graham, Defining Non-International Armed Conflict: A Historically Difficult Task, 88 NON-INTERNATIONAL ARMED CONFLICT IN THE TWENTY-FIRST CENTURY 43 (2012). This distinction has been roundly rejected, however. See generally KUBO MACAK, INTERNATIONALIZED ARMED CONFLICTS IN INTERNATIONAL LAW (2018); Anne Quintin, Symposium: Reflections on Conflict Classification, OPINIOJURIS (Jan. 16, 2019), http://opiniojuris.org/2019/01/16/symposium-reflections-on-conflict-classification/ [https://perma.cc/YXC9-H6NP] (archived Feb. 5, 2019).

against the members of these armed groups in certain circumstances. It did not answer growing objections that firing missiles at people within the territory of other sovereign states, without the consent of those states, violated the international law rights of those states.\(^3\) It was argued that such strikes constituted a use of force against the nonconsenting state, and unless it came within one of the two permissible exceptions, was in violation of the prohibition on the use of force in Article 2(4) of the United Nations (UN) Charter.\(^4\) A justification grounded in the *jus ad bellum* regime, which governs the use of force against states, was thus needed to accompany the IHL rationales in defense of the lethal operations against non-state armed groups (NSAs).\(^5\)

The United States, soon followed by other states, turned to an old doctrine from the pre-UN system of international law, now famously known as the “unwilling or unable” doctrine, to justify this use of force against NSAs operating within nonconsenting states.\(^6\) While the doctrine has its origin in much older neutrality law,\(^7\) it was reformulated to apply to the circumstances of states that are the victims of armed attacks (referred to here as target states) mounted by NSAs from within the territory of some other state (territorial states).\(^8\) The updated doctrine suggested that the target states have the right, under the doctrine of self-defense in the *jus ad bellum* regime, to use force against the NSAs within that territorial state in response to

---


5. See infra Part II.C & D, for details of this development.


8. See infra Part II.C.
imminent or actual armed attacks, so long as the territorial state is unwilling or unable to prevent the NSA attacks, and is unwilling to consent to the target state using force to do so itself.\footnote{See infra Part II.D.}


These were countries in which the United States was not yet involved as a belligerent in an ongoing armed conflict (in contrast to its role in Afghanistan and post-occupation Iraq), and in many instances the governments of these territorial states objected to the strikes.\footnote{Rosa Brooks, \textit{How Everything Became War and the Military Became Everything: Tales FROM THE PENTAGON} 112 (2016); see also GEN. JOHN P. ABIZAID & ROSA BROOKS, \textit{RECOMMENDATIONS AND REPORT OF THE TASK FORCE ON U.S. DRONE POLICY} 19 (2d ed. 2015).} The United States thus required some \textit{jus ad bellum} justification for the use of force, and it increasingly invoked the unwilling or unable doctrine, as part of a broader claim of self-defense, for this purpose.\footnote{See supra note 3; Mark Mazzetti, \textit{U.S. Intensifying a Secret Campaign of Yemen Airstrikes}, N.Y. TIMES (June 8, 2011), https://www.nytimes.com/2011/06/09/world/middleeast/09intel.html [https://perma.cc/5DLT-M2RB] (archived Feb. 6, 2019); David Sanger & Eric Schmitt, \textit{As Rift Deepens, Kerry Has a Warning for Pakistan}, N.Y. TIMES (May 15, 2011), https://www.nytimes.com/2011/05/15/us/politics/15diplom.html [https://perma.cc/HEL7-9NYR] (archived Feb. 6, 2019).}
But as the United States (among others) increasingly relied upon the doctrine, the doctrine was also more frequently criticized as having little grounding in law, and as having none of the actual substance necessary to shape the decisions or in any way constrain the actions of powerful target states.\textsuperscript{14}

In defense of the doctrine, efforts were made to provide it with a more solid grounding in the \textit{jus ad bellum} regime, and to infuse it with substantive principles that would stipulate the conditions under which target states could justifiably use force against NSAs in nonconsenting territorial states.\textsuperscript{15} This effort was led most famously by a former British government official named Daniel Bethlehem, who in 2012 published a set of sixteen principles, now commonly referred to as the “Bethlehem Principles,” with the explicit goal of providing a more sound legal foundation for the doctrine.\textsuperscript{16} Many governments and policy makers, and indeed some scholars, quickly embraced the doctrine so defined as representing the current state of customary international law.\textsuperscript{17}

I applaud the spirit and purpose of Bethlehem’s efforts, and I acknowledge his admonition that scholars must better understand the reality within which states are now operating and take seriously the threats that they must address.\textsuperscript{18} But in this Article I argue that some aspects of his principles remain dangerously inconsistent with parts of the \textit{jus ad bellum} regime and its relationship with other legal regimes, and excessively privilege the interests of powerful target states at the expense of the rights of weak territorial states. At the same time, in the spirit of his project, I propose ways of refining the principles. Thus, the Article explores how the doctrine, as articulated in the Bethlehem


\textsuperscript{15} See infra Part II.C for details of these developments.


\textsuperscript{17} See infra Part III.A.

\textsuperscript{18} Bethlehem \textit{Self-Defense Against NSAs, supra note 16, at 773.}
Principles, might be refined in ways that would pragmatically address the threats posed by NSAs operating from within unwilling states, while at the same time bringing the principles of the doctrine into greater compliance with the *jus ad bellum* regime, and preserving the integrity of the regime’s relationships with IHL and the law of state responsibility. The unwilling or unable doctrine, and particularly one specific policy maker’s formulation of it, may at first glance seem a rather esoteric topic of limited significance. But this is misleading. The legitimacy and legality of this doctrine, which has come to be embodied and articulated by the Bethlehem Principles, is of great importance to the integrity of the *jus ad bellum* regime, and by extension, to the future of international peace and security. For while the doctrine cannot yet be understood as being part of customary international law, and aspects of it are inconsistent with long-established principles of *jus ad bellum*, if international law does evolve to embrace the doctrine, the threshold for using force in self-defense would be significantly lowered for all purposes and in all circumstances, and the *jus ad bellum* regime would be destabilized and weakened in a number of other ways, which will be explained below. Thus, while the doctrine has been developed to more effectively deal with the narrow and specific threat posed by transnational terrorist organizations, it threatens to weaken the broader *jus ad bellum* regime in ways that would increase the much more serious risk of interstate armed conflict. And not only is that the primary risk that the *jus ad bellum* regime was designed to address, but the risk of armed conflict between major powers is already far graver today than it was a scant decade ago. This is not to trivialize the threat posed by transnational terrorism, but it poses a far lesser risk to states than the prospect of interstate war. Therefore, this doctrine designed to address terrorism cannot be allowed to undermine the legal regime developed to constrain interstate use of force. As between the two, the integrity of the *jus ad bellum* regime is far more important. And thus understanding how the doctrine threatens to weaken the *jus ad bellum* regime, and considering how to bring the doctrine back into compliance with that regime, is important, particularly since refining the doctrine can be done without significantly undermining its effectiveness.

Part II of the Article begins by identifying the positions it takes on several contentious issues in *jus ad bellum*, in order to explain some of the assumptions and premises of its argument. It also provides some background on the history of the unwilling or unable doctrine, and then

---

19. *See infra* Part III.A.
20. *See infra* Part III.B-D.
reviews the Bethlehem Principles themselves. In Part III, the Article moves to critically examine those aspects of the Bethlehem Principles that it challenges as being problematic. Specifically, it critiques how the principles: (i) have been accepted as custom; (ii) distort and weaken the concept of imminence; (iii) develop and rely upon a novel definition of the concept of “armed attack”; (iv) conflate principles of jus ad bellum with those of IHL, and import considerations of the law of state responsibility into the doctrine of self-defense; and (v) purport to confer authority on the target state to unilaterally make a number of important determinations—including the determination that the territorial state is “unwilling” to either take action or consent to such action—without unpacking and examining the differing nature of each of those determinations, or providing differentiated standards to govern how and by whom they are to be made.

In Part IV, the Article turns to the problem of trying to refine the doctrine so as to better comply with the jus ad bellum regime, while still retaining a framework that target states will not summarily dismiss as being impractical or insufficient. This begins with a rejection or reformulation of those aspects of the Bethlehem Principles that are most egregiously inconsistent with established international law—and which are not, in any event, central to the operation of the doctrine—in order to restore the integrity of the jus ad bellum regime. Then, drawing upon theories about self-judgment and evidentiary standards in international law, the Article unpacks and identifies the nature of each of the decisions that the target state is purportedly permitted to make unilaterally under the doctrine, and explores the kinds of standards that should govern how these decisions are made and then later assessed. All of this aims to bring the doctrine into greater compliance with the jus ad bellum regime, and redress the serious asymmetry in how the doctrine balances the rights and interests of target states and territorial states.

II. THE LAWS OF WAR AND ORIGINS OF THE DOCTRINE

The unwilling or unable doctrine is claimed to be part of the doctrine of self-defense in the jus ad bellum regime, though the use of force against NSAs in nonconsenting states also implicates IHL. While most readers will be familiar with the basic principles of the jus ad bellum regime, there are important aspects of the doctrine of self-defense that remain contested and controversial. 21 In this Part, 

21. There is a massive literature on the topic, but some of the leading treatises include Yoram Dinstein, War Aggression and Self-Defence (6th ed. 2017) [hereinafter Dinstein Aggression]; Thomas M. Franck, Recourse to Force: State
therefore, I identify what position I am taking on the contested issues for the purposes of my arguments on the unwilling or unable doctrine. In addition, I explain the salient aspects of the traditional understanding of the relationship between *jus ad bellum* and IHL, before going on to review the development of the unwilling or unable doctrine and reprise the Bethlehem Principles. Those readers well acquainted with these areas of the law may want to merely skim these subparts.

A. Jus ad Bellum Regime Assumptions

The modern *jus ad bellum* regime was established with the UN system after World War II. The UN Charter (the Charter) prohibits the threat or use of force against the political independence or territorial integrity of other states, or in any other way inconsistent with the principles enshrined in the Charter. The Charter provides for two general exceptions to this prohibition, being the Article 51 right of individual and collective self-defense in response to an armed attack, and the use of force by members of the United Nations as authorized by the UN Security Council under Article 42 in order to restore or maintain international peace and security. The unwilling or unable doctrine is argued to be part of the doctrine of self-defense reflected in the Article 51 right. To emphasize the obvious, the modern *jus ad bellum* regime, developed in the wake of two catastrophic world wars, reflected an effort to create a stronger system of constraints on the use of force in order to reduce the incidence of armed conflict among states.

---

**Notes:**

22. The brief overview provides what I take to be a relatively mainstream perspective on the relevant principles, and I flag those aspects that are contested without delving too deeply into the debates.


25. *Id.* arts. 51, 39–43, respectively. For analysis of the regime, see *supra* sources cited note 21.

26. See infra Part II.C & D.
It is at the very center of the UN system, which is primarily for the purpose of maintaining international peace and security.\(^{27}\) This broad purpose should inform how we think about proposals to modify the regime in order to deal with much narrower threats.

While the *jus ad bellum* regime in general is grounded in treaty, the International Court of Justice (ICJ) has held that the principles of the regime also exist independently in almost identical form in customary international law.\(^{28}\) While there is some debate as to whether the scope of the right of self-defense is broader in custom than it is under the Charter,\(^{29}\) here I will adhere to the well-established view that the scope remains the same for both.\(^{30}\) The language of Article 51 of the Charter limits the right of self-defense to the use of force in response to an “armed attack.”\(^{31}\) This has given rise to two distinct issues, both of which continue to be the subject of considerable debate, and even some movement in terms of state practice, and both of which are relevant to our inquiry: first, can states act in anticipation of an armed attack, and if so, based on what standard; and second, what use of force rises to the level of constituting an armed attack?

With respect to the first issue, some of the most careful and persuasive scholarly studies of the issue suggest that the current state of the law is that self-defense is only permitted in response to an actual armed attack, and thus anticipatory self-defense is not permitted.\(^{32}\) There is also, however, a strong body of scholarship, and some movement developing in state practice, that reflects the contrary view.\(^{33}\) Since the unwilling or unable doctrine both assumes the

\(^{27}\) U.N. Charter, supra note 24, Preamble, art. 1.


\(^{30}\) Nicaragua, 1986 I.C.J. Rep. at ¶¶ 187–202; Ruys, supra note 3, at 19 (“In sum, the idea that the adoption of the UN Charter gave rise to parallel existence of two substantially divergent track for the international law on the use of force . . . is artificial and theoretically unsustainable.”).

\(^{31}\) U.N. Charter, supra note 24, art. 51.

\(^{32}\) Dinstein Aggression, supra note 21, at 221–25; Gray, supra note 21, at 169–74; Ruys, supra note 3, at 255–304.

legitimacy of anticipatory self-defense, and is most frequently invoked in circumstances of anticipatory strikes, this Article assumes that a narrow conception of anticipatory self-defense is valid. According to this conception of anticipatory self-defense, states may use force in anticipation of an “imminent armed attack.” What constitutes an “imminent armed attack” is itself an issue of considerable debate, but let us begin with the understanding that at its narrowest, it is an attack that is already irrevocably in motion or on the verge of being launched. As will be discussed below, this does not extend to more temporally distant threats—self-defense cannot be claimed to justify the use of force to prevent the development of potential future threats, or to punish past attacks. This is consistent with the understanding that the exercise of self-defense is governed by the principle of necessity, meaning that the use of force is a last resort and the only means of preventing or terminating an armed attack. The principle of necessity implies some degree of immediacy, for if the attack is not currently in motion or immediately pending, there is likely time to explore other alternatives to the use of force to prevent it. But there is debate over the meaning and scope of the concept of imminence, to which I will return below.

With respect to the second issue, namely what use of force rises to the level of an “armed attack” for purposes of Article 51, the threshold is quite high. The ICJ has held that the use of force constituting an “armed attack” sufficient to trigger the right of self-defense is substantially greater than the use of force that is itself subject to the general prohibition. This of course means that not every unlawful use of force rises to the level of armed attack triggering the right of self-defense—which implies that the law contemplates circumstances in which states are limited to non-forceful ways of responding to low

anticipatory and preemptive/preventative self-defense, see infra text accompanying note 142.  
34. FRANCK, supra note 21, at 97; RUYS, supra note 3, at 250–54. 
35. DINSTEIN AGGRESSION, supra note 21, at 232–33, 251–52. Dinstein also argues that an attack irrevocably in motion may constitute an actual armed attack, even if no shot has yet been fired, and also proposes an even more “immediate” category of “interceptive self-defense.” Id. at 228–32.  
36. See infra text accompanying note 120 (discussing preventative self-defense).  
37. GRAY, supra note 21, at 157–58; RUYS, supra note 3, at 250–54.  
levels of unlawful uses of force. The United States does not share this view, but it is among a small minority that takes this position.\textsuperscript{39} Here I am assuming the established view that the threshold for armed attack is high, but as we will explore below, just how high is a key issue in the debate over the doctrine.\textsuperscript{40}

There are two other issues of some controversy regarding the availability and operation of the doctrine of self-defense in response to attacks launched by NSAs. The first relates to whether an attack launched by an NSA qualifies as an “armed attack” triggering the right of self-defense at all. There have been arguments that the \textit{jus ad bellum} regime only governs states, and thus does not contemplate an attack by a non-state entity.\textsuperscript{41} This issue has largely been settled after 9/11, when the UN Security Council quite clearly recognized that the 9/11 attacks constituted an “armed attack” justifying the right of self-defense,\textsuperscript{42} and it is assumed here that this is the current state of the law. The second issue, however, relates to the lawful target of the use of force undertaken in self-defense. The traditional view was that Article 51 authorized the use of force against states to which the armed attacks of NSAs could be attributed, but not against NSAs \textit{as such}—meaning not against the NSAs independent of the state in which they are operating. In other words, it is the state to which the operations of the NSA can be imputed or attributed that is the sole legal object of the target state’s use of force for purposes of the \textit{jus ad bellum} regime. Conversely, it is not lawful to use force against an NSA within the territory of a state which is in no way responsible for the actions of the NSA.\textsuperscript{43} While this has been the traditional view, it is at the very heart of the debate over the unwilling or unable doctrine, and is deeply contested, as we will come to below. In short, some argue that the use of force against an NSA within the territory of another state does not constitute a use of force against the state, and thus does not implicate


\textsuperscript{40} See infra Part II.C.

\textsuperscript{41} For analysis of both the issue and the debate, see DINSTEIN AGGRESSION, supra note 21, at 240–49; LUBELL, supra note 3, at 29–42; RUYS, supra note 3, 419–33.

\textsuperscript{42} S.C. Res. 1368 (Sept. 12, 2001); S.C. Res. 1373 (Sept. 28, 2001).

\textsuperscript{43} Nicaragua, 1986 I.C.J. Rep. at ¶ 227–30. The ICJ has also suggested that the U.N. Security Council resolutions referred to, see supra note 42, were not inconsistent with nor changed the proposition that self-defense is only available when the acts of an NSA can be attributed to a territorial state. See Legal Consequences of the Construction of a Wall in the Occupied Palestinian Territory, Advisory Opinion, 2004 I.C.J. Rep. 136, ¶ 139 (July 9).
jus ad bellum at all. This view is not widely accepted. But it also ignores the fact that even if not a violation of the prohibition against the use of force, the strike against the NSA is at minimum an unlawful intervention and violation of the sovereignty of the territorial state, and that self-defense is the only circumstance precluding wrongfulness under the law of state responsibility that would justify these separate violations.

B. Jus ad Bellum and IHL

While the jus ad bellum regime dictates the conditions for the use of force or commencement of armed conflict between states, the jus in bello regime, or IHL, governs the specific conduct of armed forces within armed conflict. IHL is based on two core ideas that coexist in constant tension—namely, on the one hand that there must be legal constraints placed on how armed forces fight, particularly on who and what may be targeted, and on the other hand, the notion that there must be legal authority for the use of deadly force by the legitimate armed forces of a state in the pursuit of valid military objectives in war. We need not delve into even a cursory review of the main principles, but it is important for the later analysis of the Bethlehem Principles to note that IHL has very specific rules on targeting, which are in turn based on the principle of distinction—one of the four core

---

44. See infra Part III.D. The more extreme contrary views suggest that neither attribution of the acts of the NSA to the territorial state, nor the territorial state’s consent are required for a use of force against the NSA within the territorial state. See, e.g., Jordan J. Paust, Self-Defense Targetings of Non-State Actors and Permissibility of U.S. Use of Drones in Pakistan, 19 J. TRANSNAT’L. L. & POLY 237, 249–50 (2010).


principles of the IHL regime.\textsuperscript{48} Also, it is important to note that the IHL regime only operates in the context of armed conflict, and the IHL regime itself provides the criteria for determining the existence of an armed conflict, whether international or non-international in character.\textsuperscript{49}

What is key for our purposes is the relationship between the \textit{jus ad bellum} and IHL regimes. While related, governing different aspects of war, they are in many important respects independent and distinct. Specifically, this separation is crucial to the principle of equality in IHL, which dictates that the rights and obligations under IHL apply equally to the armed forces of all belligerents regardless of which side ultimately has legal authority to use force under the rules of \textit{jus ad bellum}. This is considered essential to maximizing adherence to the rules of IHL, and thus achieving the ultimate objective of reducing the amount of human suffering in armed conflict.\textsuperscript{50} While the two regimes are largely independent in this sense, there continues to be an important connection between them.\textsuperscript{51} In particular, when a state uses armed force against or within the territory of another state, in the sense captured by Article 2(4) of the UN Charter, such that the rules of \textit{jus ad bellum} apply, then that use of force (or the armed attack it is


\textsuperscript{49} Geneva Convention Relative to the Treatment of Prisoners of War arts. 2–3, Aug. 12, 19496 U.S.T. 3316, 75 U.N.T.S. 135; Additional Protocol I, supra note 48, arts. 1(3)–(4); Additional Protocol II, supra note 48, art. 1(1); see also Prosecutor v. Tadž, Case No. IT-94-1-A, Judgment, ¶ 84 (Int’l Crim. Trib. for the Former Yugoslavia July 15, 1999). Considerable controversy surrounds these criteria, particularly in relation to UN claims about a transnational non-international armed conflict against certain NSAs, but it does not bear directly on the unwilling or unable doctrine. See, e.g., Yoram Dinstein, Non-International Armed Conflicts in International Law 1–19 (2014) [hereinafter Dinstein NIAC]. See generally Geoffrey S. Corn & Eric T. Jensen, Transnational Armed Conflict: A ‘Principled’ Approach to the Regulation of Counter-Terror Combat Operations, 42 Isr. L. Rev. 46 (2012).


\textsuperscript{51} But see Sloan, supra note 50, at 67–69 (suggesting that the independence of the regimes in the Charter era is actually exaggerated).
responding to) constitutes the initiation of an international armed conflict to which the rules of IHL will apply.\textsuperscript{52} The use of force in \textit{jus ad bellum} terms triggers the operation of the \textit{lex specialis} of IHL, which then operates to govern the conduct of armed forces in the ensuing hostilities—and it is thus IHL and not \textit{jus ad bellum} that provides the rules dictating the conditions under which persons and objects can be lawfully targeted.\textsuperscript{53} Once the armed conflict is initiated, the \textit{jus ad bellum} principles of necessity and proportionality do continue to operate, in that the defending state is limited to using force in self-defense that continues to be necessary to prevent continued attacks, and that is proportionate to the risk of harm posed by the armed attacks to which the state is responding.\textsuperscript{54} But when a target state uses force against an NSA within a territorial state, this does constitute the use of force by one state against another.\textsuperscript{55} What is more, the operation of IHL is also triggered, and thus both \textit{jus ad bellum} and IHL will have to be considered for the purposes of determining the legality of quite different aspects of this action.\textsuperscript{56} As I will return to below, it is important not to conflate or confuse the distinct aspects that are governed by each regime, or to apply principles from one regime to aspects of armed conflict that are governed by the other regime.

\textbf{C. Background and Origins of the Unwilling or Unable Doctrine}

As explained at the outset, the Bethlehem Principles have come to shape the debate on the unwilling or unable doctrine. Moreover, they appear to have heavily influenced government positions, as evidenced by the explicit reference to and endorsement of them in a number of

\begin{enumerate}
\item \textsuperscript{52} Dinstein \textit{Aggression}, supra note 21, at 156–62 (also tracing how the evolution of \textit{jus ad bellum} led to arguments in favor of re-integration of the regimes); Dinstein \textit{Conduct}, supra note 47, at 14–16; Melzer, supra note 3, at 247–51, 394–95; Kretzmer, supra note 3, at 188.
\item \textsuperscript{53} See infra Part II.D.
\item \textsuperscript{54} Terry D. Gill, \textit{When Does Self-Defence End?}, in \textit{The Oxford Handbook of the Use of Force in International Law} 737 (Marc Weller ed., 2014); Gray, supra note 21, at 157–65.
\item \textsuperscript{55} See sources cited supra note 43. Some, of course, argue that a use of force against NSAs within a territorial state does not constitute a use of force against the state, or trigger an international armed conflict. See, e.g., Paust, supra note 44, at 249–58.
\item \textsuperscript{56} Advisory Opinion on the Legality of the Threat or Use of Nuclear Weapons, 1996 I.C.J. 226, ¶¶ 75–87, 95 [hereinafter \textit{Threat of Nuclear Weapons}]; Gardam, supra note 21, at xiii.
\end{enumerate}
important government statements. They tend to be seen as representing the current state of the law by a number of significant members of the international community. The focus of my analysis, therefore, will be on critiquing and trying to refine the doctrine as articulated in the Bethlehem Principles. But before turning to the detail of those principles, it may be helpful to explore some history of the unwilling or unable doctrine in order to provide some context. For while the doctrine has become far more prominent and controversial in the wake of the 9/11 attacks, it does have an older pedigree.

Ashley Deeks explored the theoretical and historical foundations for the doctrine in an important article that pre-dated the Bethlehem Principles. There is a very long history to the more basic concept that a state may lawfully take action against enemy forces operating from within the territory of another non-belligerent state, if that state is unwilling or unable to prevent those enemy forces from using its territory in this way. The concept can be traced back to Emer de Vattel, and was originally part of the law of neutrality, as later codified in the 1907 Hague Convention. Under the law of neutrality, neutral states had an obligation to not permit belligerent forces to operate from within their territory. In the event that neutral states failed to prevent such operations, other belligerents were permitted to use force against those enemy forces within the neutral state’s territory. In the nineteenth and early twentieth centuries, the principle was primarily applied to states, in that the “enemy forces” that neutral states were obliged to prevent from operating within their territory were typically the armed forces of another belligerent state.

While the concept has its theoretical origins in neutrality law and thus primarily implicates state action, the application of the principle to non-state actors is not exclusively a late twentieth century


58. These include, most prominently, the United States, the United Kingdom, Australia, and Israel.

59. See generally Deeks Unwilling, supra note 7.

60. Id. at 499.

61. Id. at 497–503.

62. Id. at 499–501.

phenomenon. As many have noted, the famous *Caroline* incident of 1837, which is typically cited as defining the test for anticipatory self-defense, was an early example of the application of the unwilling or unable doctrine to justify the use of force against non-state actors within the territory of a nonconsenting state.\(^64\) It will be recalled that the *Caroline* incident involved the use of force by Britain against non-state actors, Canadian rebels and their American supporters, operating within the territory of the United States. The insurgents had seized an island within British-Canadian waters, from which they were shelling Canada and threatening to launch an invasion of Canadian territory. The British attacked, set fire to, and destroyed a seventy-one-foot vessel that was being used by the Canadian insurgents to transport weapons and personnel from within the United States to the island.\(^65\)

This resulted in a diplomatic dispute between Britain and the United States that spanned a number of years. It is this dispute that produced the now famous statement—that the use of force had to be justified by a "necessity of self-defense, instant, overwhelming, leaving no choice of means, and no moment for deliberation"—that has come to inform the test for self-defense. But the statement was made in an exchange of diplomatic notes between U.S. Secretary of State Daniel Webster and Lord Ashburton, the representative of the United Kingdom in Washington for purposes of treaty negotiation, some five years after the incident itself.\(^66\) A less well-known part of those notes was the British assertion that the use of force was a justifiable exercise of self-defense because the United States had been unwilling or unable to prevent the Canadian rebels from conducting attacks against British Canada.\(^67\) Indeed, Ashburton began his argument by suggesting that Webster’s “ingenious” formulation of the principle was actually beside the point and inapplicable to the case.\(^68\) Ashburton suggested that the

---


\(^{65}\) Dinstein points out that the *Caroline* Incident was not about self-defense in the modern sense, since there was no prohibition on the use of force at the time—it was really about constraints on measures short of war so as to avoid escalation. *Dinstein Aggression*, supra note 21, at 225; Gray, *supra* note 21, at 158. For a recent but sure to be the seminal work on the factual and intellectual history of the *Caroline* incident, see generally Craig Forcese, *Destroying the Caroline* (2018).

\(^{66}\) Hunter Miller, *British-American Diplomacy The Caroline Case*, in 4 Treaties and Other International Acts of the United States of America 80–121 (1934). For extensive analysis of the exchange and their legal significance, see Forcese, *supra* note 65, Parts III–V.

\(^{67}\) Miller, *supra* note 66.

\(^{68}\) *Id.*
case should be settled by consideration of the following question: “if cannon are moving and setting up in a battery which can reach you and are actually destroying life and property by their fire, if you have remonstrated for some time without effect and see no prospect of relief, when begins your right to defend yourself . . . ?”69 It is worth noting that while Lord Ashburton was clearly suggesting that a state has a right to use force in self-defense against individuals who are launching attacks from within the territory of another sovereign, he also was acknowledging that the right only arises after there has been remonstration “for some time without effect and no prospect of relief.”70

While the doctrine thus has origins that long predate the 9/11 attacks, it gained much greater significance and prominence in the militarized response to those attacks, and to transnational terrorism more generally in the years that followed. The United States ramped up its use of force against transnational terrorist organizations within the territory of nonconsenting states, particularly in the form of targeted killing with drones, and it explicitly articulated the unwilling or unable doctrine as a justification for doing so.71 This made the doctrine far more prominent, and extended and applied the doctrine to specifically justify action against NSAs.72 As the legality of the targeted killing program in particular became hotly debated, the validity of the unwilling or unable doctrine also came under increasing scrutiny.73 For while the doctrine may have been recognized within the context of the law of neutrality, and there had been some instances of states invoking it to justify strikes against NSAs within nonconsenting states in the past, it was (and arguably continues to be) hotly disputed whether the doctrine as applied to NSAs constitutes a principle of customary international law that forms part of the broader doctrine of self-defense.74

The doctrine did receive further support in important fora even prior to Bethlehem’s article. For instance, in 2006 Chatham House published a set of principles on the use of force, based on a survey of noted academics and policy makers in the field, that asserted that states may use force in self-defense against non-state actors operating within the territory of nonconsenting states, if those states were

69. Id.
70. Id.
71. See, e.g., sources cited supra note 13.
72. See id.
74. See, e.g., Deeks Unwilling, supra note 7; sources cited supra note 14. See infra Part III.A.
unwilling or unable to prevent the NSAs from mounting armed attacks against the defending states. In articulating this position, it explicitly distinguished the ICJ decision in the Case Concerning Armed Activities on the Territory of the Congo, which had held that the unwillingness or inability of a state to deal with a threat did not justify a use of force against that state in self-defense, absent some evidence that the territorial state supported and was involved in the activity of the NSAs. Similarly, in 2010 the principles emanating from a multi-year consultative process among academics and policy makers in Europe were published, and submitted to both the foreign minister and to the parliament of the Netherlands, under the title The Leiden Policy Recommendations on Counter-Terrorism and International Law. This set of principles also acknowledged that states could, in exceptional circumstances, use force in self-defense against terrorist organizations within the territory of another state without its consent, in the event that the territorial state was “unwilling or unable to deal with the terrorist attacks.” And there has been an ever-growing body of scholarship and articulation of policy positions that similarly adopt and embrace the unwilling or unable doctrine.

While the publication of such principles helped to bolster arguments that the doctrine was (or was emerging as) part of the customary international law doctrine of self-defense, they by no means settled the debate. What is more, even those who supported the validity of the doctrine acknowledged that it had never been developed in form and substance beyond a basic principle that operated at a very high level of generality and abstraction. Neither the Chatham House nor the Leiden principles, for instance, provided any detailed criteria
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80. Deeks Unwilling, supra note 7, at 503–06.
governing the application of the doctrine. On the basis of what criteria is it determined that the NSA poses an imminent threat of armed attack against the target state? Does the target state get to make that determination unilaterally, or does the territorial state have a say? On what criteria is it determined that the territorial state is unwilling or unable to deal with the threat posed by the NSA? Must the target state “remonstrate” with the territorial state, as suggested by Lord Ashburton, before a determination of unwillingness is made? And again, who gets to decide? What is more, there are separate questions about the relationship of the doctrine with IHL—would the use of force against the NSA be part of, or give rise to, an international armed conflict, triggering the operation of IHL? As Deeks explained in her detailed exploration of the doctrine in 2012, up until that time the doctrine provided answers to none of these questions. And so into this void stepped Daniel Bethlehem, trying to put some more flesh on the bones.

D. The Bethlehem Principles

Daniel Bethlehem explicitly wrote his article with a view to addressing the perceived gap between the academic and the operational perspectives on the use of force against NSAs. Having served as the principal legal advisor of the United Kingdom’s Foreign and Commonwealth Office, he came from the policy world. In the article, he wrote that the substance of the principles he was outlining was drawn from discussions he was privy to within the foreign ministry, the defense ministry, and among military legal advisors from other countries. He argued that while the scholarly discourse on the issue was important, the debate within and among governments about what the appropriate principles are and should be was more significant. It is these debates, he argued, that were “material both to the crystallization and development of customary international law and to the interpretation of treaties.” What is more, the academic
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debate, and particularly the arguments of scholars advocating for a more restrictive approach to the law of self-defense, faced “significant challenges” in shaping operational thinking, in part because the doctrinal debate had “yet to produce a clear set of principles that effectively address the specific operational circumstances faced by states.”

Bethlehem also noted, however, that while the government-level debates were more important than the scholarly discourse, they were largely invisible—elements of them only became apparent through infrequent statements or remarks by government officials, or as evidenced by state practice. Moreover, while important, the government-level debates were no more successful than the scholarly debates in developing clear, detailed principles to flesh out and govern the operation of the doctrine. He thus saw a need to “formulate principles, capable of attracting a broad measure of agreement, that apply, or ought to apply, to the use of force in self-defense against an imminent or actual armed attack by nonstate actors.” His article proceeded to lay out sixteen such principles. Before getting to the principles themselves, it is important to emphasize that Bethlehem himself explicitly recognized that several of these principles did not then represent either customary international law or treaty law. Indeed, he acknowledged that several of them were likely to be controversial, and he stated as his objective that they be merely the basis for further debate, and potentially be the locus of future consensus. It is ironic that despite his cautionary qualifiers, several governments have latched onto his principles as reflecting established law. But it is also important to recognize that the Bethlehem Principles have come to represent and embody the substance of the unwilling or unable doctrine, for which reason any analysis of the doctrine necessarily requires a focus on the Bethlehem Principles.

Turning to the principles themselves, it is worth noting at the outset that some, such as the treatment of imminence and the nature of armed attack, could be construed as being separate from the unwilling or unable doctrine itself, which is explicitly addressed more narrowly in only the last few of the Bethlehem Principles. I take the view, however, that the Bethlehem Principles were intended to constitute a single coherent formulation of the doctrine, and so should

88. Id. at 773.
89. Id. at 770–71.
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be understood as such.\textsuperscript{93} Also worth noting is that some of the principles are not at all controversial, or at least may be taken as given for the purposes of discussing the specifics of the doctrine. Thus, Principles One through Three merely stipulate that states have a right of self-defense against imminent or actual armed attack by NSAs; that the use of force in self-defense should be a last resort; and that the use of force in self-defense must be limited to what is necessary to address the attack, and proportionate to the threat faced.\textsuperscript{94} Principle Four, however, is more novel, providing in part that: “the term ‘armed attack’ includes both discrete attacks and a series of attacks that indicate a concerted pattern of continuing armed activity.”\textsuperscript{95} This contemplates precisely the kinds of sporadic and relatively low-intensity attacks that are frequently launched by transnational terrorist organizations. Principle Five further supports the formulation in Principle Four, by providing that a series of attacks may be considered as constituting a concerted pattern of continuing armed activity where there is a “reasonable and objective basis” for concluding that those perpetrating the attacks (actual or imminent) are acting in concert.\textsuperscript{96} In other words, so long as the groups are determined to be working together, the occasional attacks of al-Qaeda, along with the infrequent attacks of AQAP, and those of Boko Haram, may be considered together as a series of attacks constituting a concerted pattern of continuing armed activity, which in the aggregate comprise an armed attack justifying an exercise of the right of self-defense. Depending on how it is interpreted, however, this definition of “armed attack” is not consistent with the high threshold established by the International Court of Justice in such cases as Military and Paramilitary Activities in and Against Nicaragua (Nicaragua v. United States)\textsuperscript{97} and Case Concerning Oil Platforms (Iran v. United States),\textsuperscript{98} about which I will have more to say below.\textsuperscript{99}

Principles Six and Seven continue this focus on the idea of the threat posed by individuals acting in concert but do so in a manner that raises issues about the relationship between jus ad bellum and IHL. Principle Six provides that those acting in concert include “those planning, threatening, and perpetrating armed attacks and those
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\item See sources cited infra notes 183–185, 284–285 and accompanying text.
\end{enumerate}
\end{footnotesize}
providing material support essential to those attacks, such that they can be said to be taking part in those attacks.”\textsuperscript{100} Bethlehem explained in a footnote that this is analogous to, but quite distinct from, the concept of “taking direct part in hostilities” in IHL.\textsuperscript{101} Nevertheless, Principle Seven provides that states may use force in self-defense against those “actively planning, threatening, or perpetrating armed attacks,” as well as against “those in respect of whom there is a strong, reasonable, and objective basis for concluding that they are taking a direct part in those attacks through the provision of material support essential to the attacks.”\textsuperscript{102} As I will return to below, the combination of these two rules would seem to suggest that states may use force against individuals determined to be providing material support for armed attacks, independent and perhaps regardless of whether they could be considered targetable under IHL.\textsuperscript{103}

Principle Eight relates to the highly controversial issue of what constitutes an “imminent” armed attack. It provides five factors to assist in this determination, which ultimately must be assessed by reference to “all relevant circumstances.”\textsuperscript{104} The factors are (i) the nature and immediacy of the threat; (ii) the probability of an attack; (iii) whether the anticipated attack is part of a concerted pattern of continuing armed activity; (iv) the likely scale of the attack and the likely harm it will cause; and (v) the likelihood that there will be other opportunities to undertake effective action in self-defense that will cause less harm (particularly in the form of collateral damage).\textsuperscript{105} The principle concludes with the assertion that “the absence of specific evidence of where an attack will take place or of the precise nature of an attack does not preclude a conclusion that an armed attack is imminent . . . provided that there is a reasonable and objective basis for concluding that an armed attack is imminent.”\textsuperscript{106} The concept of imminence has become highly controversial since 9/11, and as will be discussed below, Bethlehem’s test in Principle Eight does not begin to resolve the problems.\textsuperscript{107}

Principles Nine and Ten lay the foundation for the core of the doctrine. Principle Nine provides that states have an obligation to take all reasonable steps to ensure that their territory is not used by NSAs
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for purposes of mounting armed attacks on other states. Principle Ten establishes a baseline presumption that states may not use force against NSAs operating in the territory of another state without the consent of that state, subject to certain exceptions and qualifications. 108 It is the exceptions to this presumption that constitute the core of the doctrine. Thus, Principle Eleven provides that there is no requirement for consent in the event that there is a “reasonable and objective basis” that the territorial state is colluding with the NSA (thus referred to as a colluding state), or where it is “otherwise unwilling to effectively restrain the armed activities” of the NSA (thus referred to as a harboring state), leaving the victim state with no other reasonably effective means of countering the imminent or actual armed attack.109 So Principle Eleven covers the “unwilling” aspect of the test, which relates to both “colluding” and merely “harboring” states.110 It should be noted that the “reasonable and objective basis” test contemplated by Bethlehem is a higher standard than the typical “reasonableness” test—he provided in a footnote that it “requires that the conclusion is capable of being reliably supported with a high degree of confidence on the basis of credible and all reasonably available information.”111

Principle Twelve provides that consent is not required in the event that there is a “reasonable and objective basis” for concluding that the territorial state is “unable to effectively restrain the armed activities of the nonstate actor,” again leaving the target state with “no other reasonably available effective means to address the imminent or actual armed attack.”112 Principle Twelve goes on to provide that in these circumstances, the victim state is only exempted from the obligation to obtain consent if there is also a “strong, reasonable, and objective basis for concluding” that efforts to seek consent would undermine the effectiveness of the exercise of self-defense, or would increase the risk of armed attack. It also states that in the process of seeking consent, the target state must provide the territorial state with a reasonable plan of action, which if it refuses to take would then constitute “unwillingness” and bring us back to Principle Eleven.113 This last element, the refusal of consent, is important, because it is the criteria for determining when an “unable” state is really an “unwilling” state, and as I will discuss below, unwillingness should be the sole focus of the doctrine—but of course, as discussed above, the target state can
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also infer this unwillingness. The addition of the word “strong” to the “reasonable and objective basis” here (and in Principle Seven, for using force against those merely supporting an armed attack) is meant to raise the standard because it is “the basis for taking action against persons other than those planning, threatening or perpetrating an armed attack.”

Principle Thirteen closes the loop by providing that the consent given by the territorial state may be “strategic or operational, generic or ad hoc, express or implied.” The governing consideration is whether it is reasonable to regard the “representation or conduct” as authoritative consent. While there is a presumption against the inference of consent from historical acquiescence, the presumption can be rebutted, and thus even past acquiescence may be the basis for implied consent, particularly where such acquiescence has operated in circumstances in which objection would have been reasonably expected. Little is said about who makes each of these determinations, but it is implicit that the target state has the discretion to make these decisions for itself. All of this of course lowers the bar considerably on the determination of what constitutes consent, and opens the door to controversy over whether consent has actually been given in any particular situation—controversy that has surrounded many US drone strikes in Pakistan and Yemen. Finally, Principles Fourteen, Fifteen, and Sixteen merely provide that the doctrine does not operate to the prejudice of the operation of the UN Charter, the UN Security Council, or of customary international law relating to the use of force or self-defense, or principles relating to the law of state responsibility.
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III. CRITIQUE OF THE DOCTRINE

Before launching into a critique of the unwilling or unable doctrine, it should be reiterated that there is much to be applauded in Bethlehem’s effort. He wrote that one of his primary objectives was to move the policy

away from the rhetoric of a global war on terrorism, with its lack of geographic and temporal and other limitations, hinged on status-based targeting and driven by operational decision-making, and back to a legal framework that turns on an appreciation of imminent threats, of sovereignty, of limitations rooted in necessity and proportionality.\(^{121}\)

Such efforts to ensure that counterterrorism policy is properly informed by international law in general and the \textit{jus ad bellum} regime in particular, and to thereby make the policy more likely compliant with the law, is certainly to be welcomed. The problem is that some aspects of the principles are not consistent with the established \textit{jus ad bellum} regime, or with the relationship between the \textit{jus ad bellum} regime and either IHL or the law of state responsibility. Moreover, they do not fully achieve the other stated objective, which is to elaborate a clear set of criteria for determining when any particular use of force would be lawful.\(^{122}\)

A. The Myth of Custom

The first point that should be addressed is that there tends to be a growing but arguably mistaken belief, reflected in both scholarship and in government statements, that the unwilling or unable doctrine is now established customary international law.\(^{123}\) Or, to put it in the most charitable terms, there has been a failure to distinguish between the normative and the descriptive in arguments and statements regarding the doctrine. This criticism does not extend to Bethlehem, who was quite clear in both of his articles that he understood that many of the principles would be controversial, and that he was making normative arguments for their adoption rather than claiming they had already crystallized as custom.\(^{124}\) But the same cannot be said for

\(^{121}\) Bethlehem \textit{A Brief Response}, supra note 16, at 580.

\(^{122}\) Ashley Deeks makes a similar point. \textit{See generally} Deeks \textit{Readings}, supra note 83.

\(^{123}\) \textit{But cf.} Olivier Corten, \textit{The ‘Unwilling or Unable’ Test: Has it Been, and Could it Be, Accepted?}, 29 LEIDEN J. INT’L L. 779 (2016) (arguing that while certain states, such as the U.S. and the U.K., seem to believe that the unwilling or unable doctrine is now customary international law, this is not truly the case).

many others writing in the field, and perhaps more importantly, government officials making formal statements on their governments’ official policies. For instance, Jeremy Wright, attorney general of the United Kingdom, in a speech in early 2017, suggested that the law had changed as a result of the 9/11 attacks, and went on to say that a number of states have also confirmed their view that self-defence is available as a legal basis where the state from whose territory the actual or imminent attack emanates is unable or unwilling to prevent the attack or is not in an effective control of the relevant part of its territory.

While parts of his speech reflected an acknowledgment that not all states agreed with the British position, and that parts of his claims on imminence were normative, the implication seemed to be that the unwilling or unable doctrine was fast becoming custom if it had not already crystallized as such. Most recently, representatives of the United Kingdom and Australia, speaking at the American Society of International Law Annual Meeting in Washington, DC, suggested that the Bethlehem Principles were custom.

Turning to the actual evidence, according to one review of state positions on the issue, which Jeremy Wright himself referenced, only ten countries have explicitly endorsed the unwilling or unable doctrine as a justification for their own use of force in the UN era. Several of these examples, such as that of Canada, Australia, the Netherlands, and Germany, were primarily drawn from letters to the UN Security Council in accordance with Article 51 of the Charter to explain their support for operations against ISIS in Syria and Iraq as being part of collective self-defense actions. Another twelve states were listed as
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130. Chachko & Deeks, supra note 6. For further discussion of state practice in relation to Syria, see Jutta Brunnée & Stephen J. Toope, Self-Defence against Non-State Actors: Are Powerful States Willing but Unable to Change International Law?, 67 INTL
either having provided implicit endorsement (three countries) or being ambiguous cases (nine states), while four were found to have explicitly objected. Ashley Deeks’ earlier and more exhaustive study includes an appendix of all cases of the use of force against either an NSA or the armed forces of a third country, within the territory of a nonconsenting state—so a sample that goes beyond only uses of force against NSAs—between the years 1817 and 2011 (so prior to the more recent rash of cases involving air strikes against ISIS in Syria and Iraq). She found only thirty-nine cases. Of these, a full twenty-two were undertaken by the United States, the United Kingdom, Russia, or Israel. Thus, those who assert these claims of custom tend to overly privilege and weight the practice of a handful of Western First-World states, and to either ignore or discount the inconsistent practice and explicit objections emanating from the Global South. Alonso Gurmendi has recently detailed the many ways in which the countries of Latin America have repudiated the concept, in both practice and official government statements. In sum, the evidence does not reflect the kind of widespread state practice and opinio juris that is typically required to corroborate claims regarding the establishment of new principles of customary international law.

In addition to this dearth of evidence to support the claims for custom, the positions taken also arguably give far too little significance to the decisions of the ICJ, which actually stand as evidence against the proposition that this doctrine is custom. As will be discussed below, the ICJ has held that the use of force against NSAs in nonconsenting
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states in response to armed attacks is only justified if the acts of the NSA can be attributed to the territorial state. Daniel Bethlehem mentions several of the decisions that are inconsistent with aspects of his principles, but he then casts doubt on their authority, as do the Chatham House Principles. But the judgments of the ICJ cannot be so easily discounted, particularly when making arguments about what the current state of the law is, and in the absence of convincing contrary evidence. And even when making normative arguments, it is dangerous to the international rule of law to cavalierly dismiss and disregard the judgments of the ICJ.

**B. The Perversion of Imminence**

The second problem posed by the doctrine relates to the concept of imminence. There has been considerable controversy over the concept of imminence as it relates to the doctrine of self-defense more broadly. As noted above, “anticipatory self-defense” is the use of force in response to an “imminent armed attack,” which many consider to be a lawful exercise of the right of self-defense. And as noted above, imminent has been traditionally understood to mean “about to occur,” or an attack “irrevocably in motion,” and is a concept integral to the principle of necessity. In the run up to the invasion of Iraq in 2003, there was great debate over whether “preventative self-defense” also legitimately came within the scope of the doctrine of self-defense (the debate is all the more confused because different people use the term “pre-emptive” self-defense as synonymous with “preventative,” while other people use “pre-emptive” to mean...
Preventative self-defense, also famously referred to as the “Bush Doctrine,” is the use of force in response to a growing potential for an armed attack in the future, or even a developing but still distant threat that cannot yet be classified as a threat of armed attack. This required a reformulation of imminence as an essential aspect of self-defense, with arguments that the magnitude of the harm that will result if the threat materializes allows for an elongation of the concept of imminence, notwithstanding the lack of immediacy. As Condoleezza Rice pithily captured the idea, and George W. Bush famously repeated, states cannot wait for a smoking gun in the form of a mushroom cloud before acting in self-defense against the threat posed by weapons of mass destruction. But the concept of preventative self-defense enshrined in the Bush Doctrine was widely rejected after the Iraq War of 2003.

Notwithstanding the condemnation of the concept of preventative self-defense, however, the ideas about imminence that were at its core have bled into the thinking about the rationales for targeted killing and the unwilling or unable doctrine. For instance, we see the same kinds of arguments for the elongation, or even complete elimination, of the temporal relationship between the preparation for an armed attack and its execution. This thinking was reflected most clearly in the American government arguments developed to justify the killing of Anwar al-Awlaki, the American imam who was a propagandist for AQAP. These arguments were laid out in a Department of Justice white paper, which was based on a later-disclosed Office of Legal Counsel memorandum for the Attorney General regarding the applicability of federal criminal laws and the constitution to contemplated lethal operations against Shaykh Anwar al-Aulaqi.

144. See sources cited supra note 142.
147. DINSTEIN AGGRESSION, supra note 21, at 221–28; Ruys, supra note 3, at 322-42 (providing detailed primary sources as evidence of governments rejecting the Bush Doctrine).
149. The Department of Justice White Paper, Lawfulness of a Lethal Operation Directed Against a U.S. Citizen Who is a Senior Operational Leader of Al-Qa’ida or An
Counsel (OLC) memo. The killing was justified (in part) on the grounds that it was a legitimate use of force in self-defense against an imminent armed attack, but the white paper articulated a theory of imminence that virtually eliminated all temporal meaning from the concept:

[T]he condition that an operational leader present an “imminent” threat of violent attack against the United States does not require the United States to have clear evidence that a specific attack on U.S. persons and interests will take place in the immediate future . . . . this definition of imminence, which would require the United States to refrain from action until preparations for an attack are concluded, would not allow the United States sufficient time to defend itself . . . . The United States is likely to have only a limited window of opportunity within which to defend Americans in a manner that has both a high likelihood of success and sufficiently reduces the probabilities of civilian casualties . . . . Delaying action against individuals continually planning to kill Americans until some theoretical end state of the planning for a particular plot would create an unacceptably high risk that the action would fail and that American casualties would result.

Given that imminence is at root a temporal concept, this definition arguably hollowed out its essence and rendered it meaningless. The white paper further argued, “the threat posed by al-Qa’ida and its associated forces demands a broader concept of imminence in judging when a person continually planning terror attacks presents an imminent threat, making use of force appropriate.” The argument was that once a group had plotted attacks against the United States in the past, it could be assumed that they were continuing to do so in the present, and the United States was entitled to use any window of opportunity to respond to the likelihood of such attacks in the future. As it happens, Anwar al-Awlaki was killed more than a year after he was placed on a kill list, long after an application for an order to stop the killing brought by his father was dismissed by a federal court (in part on grounds that his father lacked standing, because al-Awlaki himself could have himself brought the claim, and because there had not yet been a violation of the law of nations), and after several
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missed attempts. The government never suggested in its explanations of the strike that he had been in the midst of launching any specific attack when he was killed.

The Bethlehem Principles would appear to embrace this idea that imminence can somehow mean something other than “about to occur,” “close at hand,” or “impending”—in other words, can have a meaning that is divorced from the temporal component that is the very essence of the normal understanding of the concept of imminence. I say “appear to” because it is not entirely clear how the five factors in Principle Eight would operate together. The first factor, it will be recalled, is “the nature and immediacy of the threat,” which would suggest an understanding of imminence in traditional temporal terms. But the other elements militate against this. Before examining these in turn, it is helpful to note that the final concluding assertion in Principle Eight echoes the Department of Justice white paper in asserting that the lack of specific evidence as to where an attack will take place, or the precise nature of the attack, does not preclude the conclusion that an attack is imminent. It is difficult to imagine how it could be possible to establish that an attack is virtually certain, and either in motion or immediately pending, and that the use of force is therefore the only available option to prevent it, without knowing the nature or location of the attack. The third element of Principle Eight raises similar issues—it asks whether the anticipated attack is part of a concerted pattern of continuing armed activity.


158. It is instructive to consider how American courts have interpreted the concept of imminence as part of the doctrine of self-defense in domestic criminal law. See, e.g., State v. Norman, 378 S.E.2d 8, 13 (Sup. Ct. N.C. 1989) (“[T]he term ‘imminent,’ . . . has been defined as ‘immediate danger, such as must be instantly met, such as cannot be guarded against by calling the assistance of others or the protection of the law.’ Or cases have sometimes used the phrase ‘about to suffer’ interchangeably with ‘imminent’ to describe the immediacy of threat that is required to justify killing in self-defense.”).

159. See supra Part II.D. See supra text accompanying note 105.
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Given that the principles define “armed attack” as including an accumulation of small strikes, this element of Principle Eight could be taken to mean that when the next sporadic terrorist strike in a series or pattern of such strikes is deemed to breach the threshold in making all of them together an armed attack for purposes of justifying self-defense (an issue to be analyzed below), then this next strike need not be already in motion or immediately pending in order for it to be “imminent.” 162 In other words, such a potential future strike may be classified as “imminent” based on the nontemporal consideration of whether it is determined to be part of a pattern of strikes that cumulatively constitute an armed attack, and force may be used in self-defense in response to that future strike, no matter how distant in time it may be.

The second and fourth of the five elements of Principle Eight most clearly reflect the essential logic of the Bush Doctrine, in that they require an assessment of the probability of an attack, as well as the likely scale of the attack and the likely harm it will cause. 163 It is quite true that a standard formula for measuring the risk associated with an event is to assess the probability of that event occurring, multiplied by the magnitude of the harm it would cause. 164 This formula is not, however, a proper measure of imminence. Risk and imminence are entirely different concepts. The product of probability and harm has nothing to do with the timing of a risk materializing, or the time available to find ways to avoid the harm. 165 Risk as measured in this way is no doubt a vitally important policy consideration in trying to develop responses to the threats of both weapons of mass destruction and transnational terrorist attacks. But it is improper to smuggle the notion of risk into the concept of imminence for the purposes of
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164. See, e.g., MARVIN RAUSAND, RISK ASSESSMENT: THEORY, METHODS, AND APPLICATIONS 1–28 (2013). Tort aficionados will also note that this is inherent in the Learned Hand test, which is essentially a question of whether the burden of avoiding the risk is greater than the risk itself. United States v. Carroll Towing Co., 159 F.2d. 169, 173 (2d Cir. 1947).
165. Akande and Lieflander, in an article critical of the Bethlehem Principles, do however accept that these factors do serve as two of the essential elements of imminence, and even that where a threat is sufficiently probable and severe, “the mere fact that it is still temporally remote should provide no injunction against action where that action is necessary and proportionate.” But the last clause of course begs the question, since imminence is an element of necessity; and in any event, even they do not eliminate the temporal element, but develop something closer to the “last clear chance” concept that I consider below. Dapo Akande & Thomas Lieflander, Clarifying Necessity, Imminence, and Proportionality in the Law of Self-Defense, 107 AM. J. INT’L L. 563, 565 (2013).
lowering the legal threshold for the use of force in self-defense. The occurrence of some event can be both quite probable and very likely to cause massive harm, and yet still be far in the future, thus providing lots of time to pursue various alternatives for avoiding or eliminating the risk.\footnote{166} Crucially, for the purposes of the doctrine of self-defense, this formulation of probability and magnitude of harm does not make a use of force in response necessary. The very fact that we have time before the risk is likely to materialize means that we at least have an obligation to search for alternatives to the use of force as a means of preventing the attack, including ways to change the conditions and circumstances that make the event probable in the first place. This search for alternatives brings us to the last factor, and perhaps the most interesting and complex aspect of the problem of imminence.

The fifth factor in Principle Eight is the likelihood that “there will be other opportunities to undertake effective action in self-defense that may be expected to cause less serious collateral injury, loss, or damage.”\footnote{167} There are two problems with this that need to be untangled and addressed separately. The first is that by including considerations of collateral damage, it not only introduces elements that have nothing to do with the immediacy of the attack, but once again conflates concepts from IHL into a \textit{jus ad bellum} analysis. These considerations of collateral harm are of course absolutely necessary for the analysis of whether the available options for a use of force in self-defense would be lawful in IHL terms in any given context, but they have no bearing on the imminence of the attack being responded to. If the IHL analysis indicated that waiting to respond might increase the probability of collateral damage, even to the point of making the planned operations unlawful, that would not make the attack any more imminent so as to justify an earlier response. The second problem is raised by the “other opportunities” notion.\footnote{168} On this view, imminence is separated from its temporal roots in a slightly different manner. Rather than using imminence as meaning that the attack is about to occur, as the common notion of the concept would suggest, it is used to mean that the window of opportunity for preventing the attack is about to close. The attorney general of Australia in a recent speech clearly articulated this “last feasible window of opportunity” conception of imminence, and several commentators responding to his remarks
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noted that this actually blurs or indeed collapses the distinction between “anticipatory” and “preventative” self-defense, effectively embracing the Bush Doctrine.\(^{169}\)

This criticism of the “last window of opportunity” test is partly right, but it does not quite capture the entire problem, nor does it fully address the valid intuition that underlies this attempt to reformulate the concept of imminence. This reflects what I think is a broader problem with the imminence debate, which is that both sides have tended to lose sight of the fact that imminence is a crucial element of the principle of necessity—and that its meaning and significance always have to be assessed and understood in the context of the role it plays in establishing the necessity of a use of force. Necessity is the core principle of the doctrine of self-defense, meaning that a use of force in response to an armed attack must be a last resort, the only alternative, to preventing the attack—and imminence only matters for purposes of establishing that necessity. To refer back to the Caroline incident, the “no moment for deliberation” was inextricably tied to the “no choice of means” as factors explaining necessity.\(^{170}\) Imminence and immediacy are simply factors for establishing that there are no alternatives to the use of force available as a means of responding to and preventing the anticipated or ongoing armed attack. If the anticipated attack is not imminent, in the traditional sense of being in the immediate future, then typically—though not always—there is time to explore other options that will be still available, and the use of force would not truly be a “last resort.” When, for instance, former Prime Minister Menachem Begin conceded, in a speech at Israel’s National Defense College in 1982, that on the eve of Israel’s preemptive strikes that commenced the 1967 war, Israel had “had choices,” he was essentially admitting that the Israeli use of force had not been a necessary last resort to prevent an imminent Egyptian attack.\(^{171}\)

The valid intuition of the “last window of opportunity” formulation, however, is that there may be situations in which there

---


\(^{170}\) See supra text accompanying notes 65–66.

\(^{171}\) Richard Haas, *War of Necessity War of Choice* 9–10, 299 (2009). But see Dinstein Aggression, supra note 21, at 211–12 (“That [an Egyptian armed attack was at an early stage], at least, was the widely shared perception . . . in June 1967, based on sound judgment of events. Hindsight knowledge, suggesting that . . . the situation may have been less desperate than it appeared, is immaterial.”).
are actually no alternatives remaining, and the necessity of response is thus immediate, even if the attack itself is not imminent in the traditional sense. A thought experiment may help illustrate this: suppose we learn somehow that an invading force of a more advanced alien life form is on its way to Earth, and that it will arrive in ten years. Ten years is not immediate or imminent in the traditional sense. But what if we also learn that it will take us close to ten years to develop an adequate defense to the invading force? Then, all of a sudden, the necessity of response takes on the character of “instant, overwhelming, leaving no choice of means and no moment of deliberation.” To hesitate is to be doomed. It is possible to characterize a threat such as this as imminent, not in the sense that the harm itself will materialize in the immediate future, but in the sense that a particular response is immediately necessary, in that there are no alternative options, and if the response is not immediate it will be too late and thus ineffective.

Climate change is a real example of this form of imminent threat, in that the materialization of the risk of harm is not immediately at hand (though in 2019 that assertion is increasingly questionable), but if an immediate response is not undertaken it will be impossible to prevent the materialization of catastrophic harm in the future.

It is important to note, however, that in the context of the doctrine of self-defense, even this conception of imminence—let us call it the true “last clear chance” formulation—continues to be an essentially temporal concept and continues to operate primarily as a factor for establishing necessity. In essence, it continues to be about the time remaining within which alternatives to the use of force can be explored before a use of force is the only remaining means of preventing or responding to an attack. It is this form of imminence that the “last window of opportunity” test is imperfectly grasping for.

I say that the unwilling or unable doctrine formulation is imperfect, and different from this “last clear chance” formulation, for two reasons. First, as a practical matter, in the context of action against NSAs in nonconsenting states, the target state is virtually never going to have sufficiently compelling evidence that: (i) an armed attack in the future is certain (a conclusion that requires compelling evidence of both capability and a decision reflecting specific intent); (ii) the current window of opportunity to use force is truly the last and only

---
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chance to prevent the threat from materializing; and, therefore, (iii) there are no other alternatives remaining to prevent the attack, and thus the immediate use of force is necessary. And all three of these elements must arguably be satisfied to establish the true “last clear chance” element of imminence and thus necessity. But in the context of the unwilling or unable doctrine, it is far more likely that the target state will have established that there is “a chance” to target members of the NSA, and that it will have little way of knowing that it is “the last chance” to use force to prevent the future attack, or that there will be no other alternatives to the use of force in the time available to explore them.  

This is compounded by the second reason that the doctrine’s window of opportunity element is different from the “last clear chance” formulation, which is that it is coupled with elements that effectively strip “imminence” of its essential temporal meaning. Because, while formulated as something like a “last clear chance” conception of imminence, it really just confuses an attractive current or imminent window of opportunity to strike the NSA with the idea that an immediate response is the only way to prevent a certain specific armed attack. What is missing is any requirement to establish that there is a true necessity to act immediately, that there are no alternatives available—including, importantly, through consultation and possible collaboration with the territorial state. This conception of imminence tends to smuggle in aspects of the Bush Doctrine, and if it is legitimated and entrenched in the approach to the use of force against nonconsenting states harboring NSAs, it may in turn influence thinking about imminence in other jus ad bellum contexts.

C. Incoherence on Armed Attack

Closely related to the problems with the conception of imminence is an apparent incoherence in how the principles characterize and rely upon the concept of “armed attack.” The problem is twofold. First, the manner in which the principles define armed attack is a significant
departure from the established understanding in international law.\textsuperscript{178} Second, even if we were to accept the definition embraced by the Bethlehem Principles, that definition cannot be coherently reconciled with other parts of the argument that target states make, and which the Bethlehem Principles implicitly support, to justify uses of force against nonconsenting states.

Beginning with the problem of characterization, it will be recalled that Principle Four of the Bethlehem Principles defines “armed attack” as including “both discrete attacks and a series of attacks that indicate a concerted pattern of continuing armed activity.”\textsuperscript{179} It notes that the distinction between discrete attacks and a series of attacks may be relevant to considerations of the necessity to respond in self-defense. Similarly, the third element of the five elements for assessing imminence in Principle Eight calls for consideration of whether the anticipated attack is part of a concerted pattern of continuing armed activity.\textsuperscript{180} All of this suggests that the principles embrace the view that a series of strikes may in the aggregate constitute an “armed attack” even though no one of the strikes on its own would satisfy the test. The United States, of course, does not accept that there is a material gap between a use of force that would violate Article 2(4) of the Charter, and an armed attack for purposes of Article 51 of the Charter.\textsuperscript{181} But the US view is an outlier.\textsuperscript{182} The ICJ has made clear that there is a sizeable gap between the two.\textsuperscript{183} Moreover, in the Oil Platforms case, it clearly established that the threshold for establishing an armed attack is quite high, with neither a mine strike on a naval vessel nor a missile strike on an oil tanker, both of which were part of a pattern of attacks, satisfying the test.\textsuperscript{184} A careful analysis of state practice and \textit{opinio juris} suggests that the vast majority of the international community subscribes to the more traditional ICJ view.\textsuperscript{185} And while there is some academic support for the idea that “an accumulation of events” may in the aggregate constitute an armed attack, it is arguably a minority view that is not
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yet reflected in established law.\textsuperscript{186} Thus, the Bethlehem Principles incorporate a conception of armed attack that is inconsistent with established law. Moreover, they do not provide any guidance whatsoever as to the standards that might apply in determining when a series of attacks by disparate but purportedly associated groups satisfies this test of “concerted pattern of continuing armed activity” sufficient to constitute an armed attack. It is worth noting that similar issues arise in trying to determine whether conduct that is alleged to constitute crimes against humanity is sufficiently “widespread” or “systemic” to satisfy the definition, and a growing body of jurisprudence and scholarship has grappled with developing the contours of the concept.\textsuperscript{187}

Target states and the Bethlehem Principles are advancing a lower threshold for armed attack precisely because the risk posed by transnational terrorist organizations is characterized by exactly this pattern of sporadic, repeated, lower-intensity attacks. These are attacks against civilian targets, often months apart, in disparate locations, and often on the scale of car bombs, efforts to bring down a single plane, or vehicular attacks against pedestrians.\textsuperscript{188} Attacks are launched by different groups that have ill-defined affiliations with one another. Attacks on the scale of 9/11, which certainly cross the threshold for an armed attack, are more the exception rather than the rule. I do not want to be misunderstood as suggesting that NSAs cannot be responsible for armed attacks as a matter of law,\textsuperscript{189} but rather that the low-intensity and sporadic attacks often mounted by terrorist organizations do not, individually or in the aggregate, rise to the level of an armed attack as that term has been traditionally understood in \textit{jus ad bellum}.\textsuperscript{190} What is more, even if we were to accept

\textsuperscript{186} For some support for the “accumulation” argument, see, for example, \textit{Dinstein Aggression}, supra note 21, at 209–11. Contra Gray, supra note 21, at 159–57; Ruys, supra note 3, at 168.


\textsuperscript{188} There is, of course, a huge literature addressing the debate over the definition of terrorism, and what conduct comes within the scope of terrorist activity. For discussion of the problem, see generally, for example, Sarah V. Marsden, \textit{Typologies of Terrorism and Political Violence}, in \textit{The Routledge Handbook of Terrorism Research} (Alex P. Schmid ed., 2011); Ben Saul, \textit{Attempts to Define ‘Terrorism’ in International Law}, 52 Neth. Int’l L. Rev. 57 (2005).

\textsuperscript{189} See supra text accompanying notes 41–43.

the conception of armed attack articulated in the principles, it does not provide any standards for determining where to draw the line regarding the number of such low-level strikes and what level or scale of violence or damage would be necessary to constitute an armed attack in aggregate. Thus, even as we can appreciate the policy imperatives, we must question the manner in which the doctrine is trying to lower the bar to permit the exercise of self-defense in response to a series of such low-level attacks, because it would lower the bar for all purposes, for the use of force against states as well as against terrorists. A series of small border incidents, or naval incursions by one state into the territorial waters of another, months or even years apart, could all of a sudden be taken in the aggregate as an “armed attack” putatively justifying a use of force in self-defense, leading to an escalating international armed conflict.

Even if one were to accept the proposition that a series of low-intensity terrorist attacks can cumulatively rise to the level of constituting an armed attack, thereby triggering the right of self-defense, it is not consistent with the other way in which the concept of armed attack is used to justify the uses of force against NSAs in nonconsenting states. The United States and other target states have been in the practice of explaining each such use of force as an independent act of self-defense in response to an actual or imminent armed attack.191 In other words, each one of a series of drone strikes some weeks or months apart against NSAs in Pakistan, each of which constitutes a use of force against a nonconsenting state, is separately justified as an act of self-defense against an independent imminent armed attack. But the imminent attacks to which each one of these drone strikes is responding consist of sporadic, low-level terrorist activity, and thus do not individually rise to the level of an “armed attack.”192 As was just examined, it is precisely to get around this apparent problem that target states have argued, backed up by the Bethlehem Principles, that an accumulation of small strikes, no one of which might be sufficient to constitute an armed attack, can form a pattern of strikes that in aggregate can satisfy the test for armed attack.193 But even if we were to accept that these two arguments could each be plausible on their own, they become far less so when they are taken together, as they must be. Each use of force in response to a low-scale strike cannot be an individual act of self-defense against an
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193. Bethlehem Self-Defense Against NSAs, supra note 16, at 774–75; see, e.g., Taft, supra note 181.
imminent armed attack, when at the same time it is argued that each strike that is being defended against does not individually rise to the level of armed attack but constitutes one armed attack when aggregated with others. These two claims are internally incoherent, and yet they are provided for in the principles as a way of lowering the threshold for the exercise of self-defense against NSAs in nonconsenting states. And in the process, they lower the bar to the use of force in self-defense against states as well.

D. The Conflation of Jus ad Bellum with Other Regimes

The fourth major problem with the Bethlehem Principles relates to the relationship between *jus ad bellum* and other regimes in international law, specifically IHL and the law of state responsibility. The Bethlehem Principles conflate rules and principles from these different regimes in ways that threaten to undermine the nature of the well-established relationships between *jus ad bellum* and both IHL and the law of state responsibility and weaken the integrity and coherence of all three distinct legal regimes.

As explained above, Principles Six and Seven of the Bethlehem Principles provide that the target state may use force against all those actively planning, threatening, or perpetrating armed attacks, as well as those who are reasonably believed to be taking direct part in those attacks through the provision of material support essential to the attacks. Bethlehem explicitly explained that this is separate and apart from the IHL rule governing the targeting of those taking direct part in hostilities. Yet this proposition, that target states may, in accordance with the authority conferred by principles of *jus ad bellum* under the unwilling or unable doctrine, target individuals who provide “material support essential to armed attacks,” is inconsistent with both the IHL rule itself, and with the long established relationship between
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the *jus ad bellum* and IHL regimes. It is the *lex specialis* of IHL, not *jus ad bellum*, that dictates who may be targeted in armed conflict.

Under the rules of IHL, “civilians,” a term of art that includes effectively anyone who is not a “combatant” in an international armed conflict as defined in the Geneva Conventions of 1949, cannot be targeted “unless and for such time as they take a direct part in hostilities.” What precisely constitutes the parameters for defining the scope of “taking a direct part in hostilities,” and thus who can be targeted and when they can be targeted, is heavily debated in academic, operational, and judicial writing. Moreover, there is some debate over whether members of transnational terrorist organizations who are continuously engaged in hostilities should be properly classified as something akin to “combatant”—the leading proposed status is that of “continuous combat function”—rather than as “civilian.” Nonetheless, these are first and foremost concepts of IHL, and these debates must be resolved by reference to principles and concepts internal to the IHL regime. Principles Six and Seven of the Bethlehem Principles would purport to trump IHL rules on who may and may not be targeted by providing separate, and presumably superior, authority for targeting members of NSAs who might not be targetable under the rules of IHL. The idea that individuals could be targeted for providing “material support” would suggest a standard that is far below that which would be acceptable under virtually all conceptions of taking a “direct part in hostilities” in IHL. If this standard from the Bethlehem Principles were to be accepted as law, there would be the risk that IHL and *jus ad bellum* would thus provide conflicting rules on who could be lawfully targeted in the circumstances of uses of force against NSAs in nonconsenting states. That would
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be profoundly problematic, not merely because of the resulting erosion of protections for civilians, as well as the uncertainty and instability created around these specific rules of IHL, but because it would potentially undermine the nature of the relationship between *jus ad bellum* and IHL more generally.

There is a similar problem with the manner in which the Bethlehem Principles appear to imply some importation of principles from the law of state responsibility for purposes of assessing lawfulness under the *jus ad bellum* regime. Specifically, Bethlehem in his article suggested that the law of state responsibility may apply, and in Principle Eleven stated that the extent of the responsibility of the harboring or colluding territorial state, for its failure to neutralize the threat emanating from within its territory, may impact whether the target state need seek explicit consent for the use of force.203 Others have similarly invoked the notion of state responsibility in explaining the doctrine.204 As I will explain later in this Part, even the reliance upon the “inability” of the territorial state to prevent NSA activity as a justification for the use of force is an implicit conflation of state responsibility with *jus ad bellum*.205 This apparent reliance upon state responsibility in elaborating the rationale for the unwilling or unable doctrine would seem to suggest that state responsibility can serve as part of the justification for the use of force. If that is indeed the intended meaning, however, it is not consistent with the doctrine of self-defense or the *jus ad bellum* regime more generally. It either reflects some confusion over the exact nature of the state responsibility in question, or, more seriously, an attempt to use principles of the law of state responsibility to lower the threshold for the justifiable use of force in the doctrine of self-defense.

This does not mean to suggest that the law of state responsibility is not implicated in the circumstances of armed groups launching attacks against a state from within the territory of another state. To be clear, it is indeed the case that a territorial state would incur responsibility for either refusing or failing to prevent NSAs from harming other states from within its territory. There is an international legal obligation on states not to “allow knowingly [their] territory to be used for acts contrary to the rights of other States,”

---

which would include an obligation not to knowingly allow NSAs within their territory to cause harm to other states.\textsuperscript{206} It is this obligation that the Bethlehem Principles incorporate for purposes of Principle Nine—which articulates the obligation of states to prevent NSAs from launching attacks from within their territory.\textsuperscript{207} The violation of this specific obligation will thus attract state responsibility. The failure to prevent harm constitutes a violation attracting state responsibility to the same extent as some unlawful affirmative act of the state.\textsuperscript{208} There is nothing incorrect or controversial about the Bethlehem Principles articulating this form of state responsibility on the part of a state unwilling or unable to prevent the materialization of threats from an NSA operating within its territory.\textsuperscript{209}  

It is important, however, to be very clear that the finding of state responsibility in the situation just described does not depend upon an attribution to the state of any of the unlawful acts of the NSAs. The violation of international law that is at issue here, for purposes of triggering the responsibility of a territorial state that is unwilling or unable to neutralize the threat posed by an NSA, is precisely and only the failure to fulfill its \textit{obligation to prevent} the NSA use of its territory in ways that cause harm to others. And that violation and corresponding responsibility can in no way justify a use of force under well-established understanding of both the law of state responsibility and \textit{jus ad bellum}.

The NSA is itself violating international law in launching attacks against other states, but the territorial state is not responsible for those violations of international law, unless and until the acts of the NSA can be attributed to the territorial state.\textsuperscript{210} The law of state responsibility does provide that states will be responsible when a breach of an international legal obligation by an NSA is attributable to
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the state, and there is a specific test for determining such attribution. If the actions of the NSA can be attributed to the territorial state in accordance with the law of state responsibility, then the territorial state is actually responsible for two distinct violations: first, failing to prevent harm to another state from emanating from within its territory as explained above; and second, for the actual violations of international law committed by the NSA. Where the acts of the NSA rise to the level of armed attack on another state, then this will be a violation of the rules of jus ad bellum, and if attributable to the territorial state, it will be responsible for such violation. But it must be emphasized that the state responsibility that is being referred to in the discussion of the unwilling or unable doctrine would appear to be the first, not the second. Because if the acts of the NSA can be attributed to the state, in accordance with the rules of the law of state responsibility, then they can also almost certainly be attributed to the territorial state for purposes of the doctrine of self-defense, thus justifying the use of force against that state under the principles of jus ad bellum, and reference to state responsibility would be entirely unnecessary. So the reference to state responsibility in the Bethlehem Principles would appear to be trying to add some additional basis for the use of force, and it is this that is improper.

To explain this last point further, the tests for attribution under state responsibility and under the doctrine of self-defense are at once quite independent of one another, but nonetheless similar. Both the differences and the similarities matter. The acts of an NSA can be attributed to the state for purposes of state responsibility if, among other things, it is “in fact acting on the instructions of, or under the direction or control of, that State in carrying out the conduct,” or where the NSA is “in fact exercising elements of the governmental authority”

---


213. See ILC Draft Articles, supra note 208, arts. 5, 8, 9 (discussing attribution for purposes of state responsibility); see also Crawford, supra note 206, at 146–56. This assumes, of course, that the NSA is not in fact an organ of the territorial state, or an organ of another state placed at the disposal of the territorial state. ILC Draft Articles, supra note 208, arts. 5–7.
in place of the government of the territorial state.\textsuperscript{214} The actions of an NSA can also be attributed to the state within which it is operating if the state \textit{ex post} “acknowledges and adopts” the conduct of the NSA as its own.\textsuperscript{215} The fact that the conduct of an NSA can be attributed to the state for purposes of the law of state responsibility, however, does not by itself justify the use of force against the state. The idea that states may use force as a form of countermeasure in response to violations of international law ended with the modern UN system.\textsuperscript{216} The justification for the use of force must be found in the \textit{jus ad bellum} regime, not the law of state responsibility.\textsuperscript{217} The traditional understanding of \textit{jus ad bellum} is that in order to justify the use of force in self-defense against a state for the actions of NSAs acting within its territory, the actions of the NSAs must rise to the level of armed attack and be attributable to the state.\textsuperscript{218} The ICJ has repeatedly held that the test for attribution for purposes of self-defense—that is, for the purpose of justifying the use of force against the state in which the NSAs are located—is that the territorial state was “substantially involved” in the operations of the NSA.\textsuperscript{219} In the case of the use of force against al-Qaeda in the invasion of Afghanistan after 9/11, for instance, both the US letter to the Security Council pursuant to Article 51 of the Charter,\textsuperscript{220} and the Security Council resolutions passed in relation to this use of force, characterized the Taliban’s acquiescence in the actions of al-Qaeda and their subsequent refusal to take action against al-Qaeda as having constituted

\textsuperscript{214} ILC Draft Articles, supra note 208, arts. 5–9; see also CRAWFORD, supra note 206, at 146–56.
\textsuperscript{215} ILC Draft Articles, supra note 208, art. 11.
\textsuperscript{216} See, e.g., NEFF, supra note 23, at 318; see also ILC Draft Articles, supra note 208, arts. 21–22. \textit{But see} Dinstein AGGRESSION, supra note 21, at 269 (arguing that “defensive armed reprisals can be a permissible form of self-defence”).
\textsuperscript{217} CRAWFORD, supra note 206.
\textsuperscript{218} GRAY, supra note 21.
\textsuperscript{219} Military and Paramilitary Activities in and Against Nicaragua (Nicar. v. U.S.), Judgment, 1986 I.C.J. Rep. 14, ¶¶ 194–95 (June 27); Case Concerning Armed Activities on the Territory of the Congo (Dem. Rep. Congo v. Uganda), Judgment, 2005 I.C.J. Rep. 1, ¶¶ 106–47 (Dec. 19) (explaining, based on the facts presented by Uganda, that Uganda was not acting in self-defense); GRAY, supra note 21, at 139–45, 226. It is worth noting that the “effective control” test that was also elaborated in Nicaragua was to assess the attribution of NSA (Contra) violations of IHL to the controlling state (the United States), for purposes of state responsibility—not to determine attribution for purposes of justifying the use of force in self-defense or even the use of force. Nicaragua, 1986 I.C.J. Rep. at ¶ 115. Scholars continue to confuse this issue, writing that the “effective control” test was employed by the Court in Nicaragua to assess whether US support for the Contras constituted an unlawful use of force. See, e.g., Travalio, supra note 79, at 103. This is wrong.
sufficiently “substantial involvement” so as to ground attribution of al-Qaeda’s actions to Afghanistan.\footnote{221} As I will return to below, the \textit{jus ad bellum} attribution test is an important factor in considering the extent to which a state is “unwilling,” and the nature of unwillingness that should justify the use of force—for at some point the unwillingness of the territorial state to either deal with the NSA threat or consent to the target state taking such action within its territory, will rise to the level of support that constitutes “substantial involvement” in the NSA’s activity, and thus a traditional justification for use of force in self-defense.

In sum, the two tests of attribution are conceptually distinct, but the tests for each of them are fairly similar.\footnote{222} Both are difficult to establish, and the reality is that if one cannot establish attribution of NSA conduct to the state for purposes of state responsibility, it is also unlikely that one will be able to attribute the conduct to the state for purposes of self-defense. On the other hand, if the acts of the NSA can be attributed to the territorial state for purposes of state responsibility, it will almost certainly be the case that the acts will also be attributable to the state for purposes of self-defense. But if the NSA attacks cannot be attributed to the state, then the territorial state will be responsible only for the violation of the obligation not to allow its territory to be used to the detriment of other states—and that state responsibility cannot be any justification for the use of force against the territorial state.\footnote{223}

\footnote{221. See \textit{Legal Consequences of the Construction of a Wall in the Occupied Palestinian Territory}, Advisory Opinion, 2004 I.C.J. Rep. 136, ¶ 139 (July 9). The ICJ interpreted these resolutions in this restrictive fashion. \textit{See also}, \textit{GRAY}, supra note 21, at 193–94, 199. \textit{But see DINSTEIN AGGRESSION}, supra note 21, at 207; \textit{LUBE
tell}, supra note 3, at 35.}

\footnote{222. Having said that, one difference between them is suggestive of the incoherence of the attempt to rely upon state responsibility. State responsibility is only incurred upon the actual violation of an international legal obligation, not in anticipation of it. Thus, while the \textit{jus ad bellum} is understood by many to permit an exercise of anticipatory self-defense in response to an imminent armed attack from an NSA if the actions of the NSA can be attributed to the state in which it is operating, no state responsibility will be incurred by that territorial state unless and until an armed attack is actually launched. Even if state responsibility could ever justify the use of force, it certainly could not justify the use of force for future violations. This further underlines the confusion created by the apparent attempts to conflate and selectively employ principles from different regimes in an effort to justify responses to terrorist attacks. My thanks to Vladyslav Lanovoy for bringing this point to my attention.}

\footnote{223. \textit{SHAW}, supra note 135, at 605–06. For the ICJ articulation of the law of state responsibility and countermeasures, see \textit{Gabčíkovo-Nagymaros Project (Hung. v. Slovk.)}, Judgment, 1997 I.C.J. Rep. 7, ¶ 57 (Sept. 25) (explaining Hungary’s failure to comply with treaty obligations and the unavailability of necessity as a defense).}
The foregoing discussion of attribution and the distinction between the law of state responsibility and *jus ad bellum* also points to another problem with the unwilling or unable doctrine, which is the extent to which it suggests that inability alone can constitute a justification for the use of force.\(^{224}\) The very name of the doctrine suggests that the target state may use force against an NSA whenever the territorial state is *either* unwilling or unable to itself address the threat. But this cannot be right. It cannot be the case that a target state is entitled to use force against another state (or within the territory of another state, for those who try to make this distinction)\(^{225}\) exclusively because that state does not have the ability to respond to a threat posed by an NSA within its territory. This would be to import the low standard of due diligence that does operate in the law of state responsibility into *jus ad bellum*.\(^{226}\) But the *jus ad bellum* regime does not provide for any such near strict liability. There must be something in addition to the mere inability to prevent harm to justify a use of force. As already explained above, the traditional *jus ad bellum* position requires that the armed attacks (or imminent threat of such attacks) by an NSA be attributable to the state in order to justify the target state exercising a right to use force in self-defense against the territorial state.\(^{227}\) States cannot use force against the blameless (in *jus ad bellum* terms), and to be merely incapable of dealing with the NSA is no violation of the principles of *jus ad bellum*. As indicated above, it may constitute a violation of other obligations, thus attracting state responsibility, but that cannot justify a use of force. This is another way in which the principles implicitly import state responsibility into what should be strictly considerations of *jus ad bellum*. And to be fair, the Bethlehem Principles recognize this initially, by requiring the target state to present the territorial state with a plan of action, and to seek consent to do what the territorial state is incapable of doing, namely neutralizing the threat posed by the NSA.\(^{228}\) In the event that the unable territorial state so consents, the target state’s actions against the NSA do not constitute a use of force.

---


\(^{226}\) Crawford, *supra* note 206, at 369 (on strict liability in law of state responsibility).

\(^{227}\) On attribution for purposes of state responsibility, see ILC Draft Articles, *supra* note 206, arts. 4–11; see also Crawford, *supra* note 206, at 146–156.

\(^{228}\) Bethlehem *Self-Defense Against NSAs*, *supra* note 16, at 776.
against the territorial state, and the unwilling or unable doctrine is irrelevant.

If the “unable” territorial state refuses to consent, however, then it thereby becomes “unwilling,” and moves along the spectrum toward “colluding” or “harboring.”229 In this case, such a nonconsenting territorial state moves closer to being a state to which the actions of the NSA can actually be attributed for purposes of jus ad bellum, as in the case of the Taliban regime when it refused to address the threat of al-Qaeda after 9/11.230 In short, the use of force against the NSA within the territorial state cannot be justified by the mere fact that the state is unable to deal with the threat, but may be justified by the fact that the state is unwilling to permit the threat to be addressed by the target state. This is somewhat analogous to the Responsibility to Protect (R2P) doctrine for humanitarian intervention. Just as states may lose some of their sovereign rights under R2P by reason of their causing or failing to address humanitarian disasters within their territory, here the territorial state may be said to forfeit some of its sovereign rights due to its unwillingness to either take action or to consent to such action to prevent terrorist attacks. In jus ad bellum terms, it thereby becomes substantially involved in the acts of the NSA—and only then is a use of force against that state in self-defense justified.232 In essence then, the “unwilling or unable” doctrine should really be understood as being only an “unwilling” doctrine—or the “unwilling, or unable and unwilling.” But even if the Doctrine were so interpreted or recharacterized, there remains the problem that the Bethlehem Principles walk back from the presumption that the target state must present to the territorial state an assessment of the threat, a plan of action, and a request for consent. It is to that problem that we turn next.

E. Self-Judging Armed Attack, Necessity, and Unwillingness

The Bethlehem Principles do not provide sufficient guidance as to how and by whom a series of determinations are to be made, as part of the process of deciding on the use of force against NSAs located in

229. Id.
230. See supra text accompanying note 221.
232. Rosa Brooks makes this connection between R2P and the unwilling or unable doctrine in BROOKS, supra note 11, at 245–52. See also Paddeu, supra note 45, (explaining that if a use of force is justifiable as self-defense in jus ad bellum terms, then self-defense also operates as a separate circumstance precluding wrongfulness under the law of state responsibility to justify or excuse the other violations of international law in relation to the rights and interests of the territorial state that will also likely be caused by the use of force – a point that is often overlooked by advocates of the “use of force within” not “use of force against” argument).
another state. By “whom” here I am questioning whether the doctrine does or should authorize that the decisions be made by the target state alone, or by the target state after consultation with and input from the territorial state. And by “how,” I am questioning whether there are standards, beyond the bare “reasonable and objective basis,” according to which decisions are to be made, and later assessed for legitimacy. Before turning to these issues of “how” and “by whom,” however, it is important to first unpack and identify each of the more significant determinations that have to be made—for as I will argue later, these decisions should not all be subject to the same standards. One of the weaknesses of the Bethlehem Principles is that they aggregate most of these decisions and imply that they are all subject to a single “reasonable and objective basis” standard (adding only “strong” to the one decision of whether there is excessive risk in asking for consent).\footnote{233} The distinct decisions buried in the principles include: (i) that the NSA has launched, or poses a threat of launching, strikes that rise to the level of an armed attack; (ii) that the use of force is necessary to prevent the launching or continuation of attacks, which, in the event of future attacks, rests on a related determination that the threatened attack is imminent; (iii) that the territorial state is unwilling to prevent the attacks—which in turn requires a more specific determination that either (a) the territorial state is both unable to address the threat itself and is unwilling to provide consent for the target state to take the necessary action, or (b) that the territorial state, while able to do so, is unwilling to prevent the attacks or consent to the target state doing so, and is thereby actually “harboring” or “colluding with” the NSA.\footnote{234} What is more, the “unwillingness” determination needs to be unpacked further: the principles contemplate determinations of unwillingness after a request for action or consent has been made and denied, and unilateral determinations of unwillingness or consent by way of inference.\footnote{235} Each of these may require different standards. As will be discussed in more detail in Part IV below, a far more stringent standard should be required to justify an inference of unwillingness than for determining that a request for consent has been unreasonably denied.

The inferences of “unwillingness” or “consent” also involve some prior judgments. That is, the principles suggest that a prior determination must be made by the target state as to whether it is required to explicitly request that the territorial state take action or

\footnotetext{233}{Bethlehem Self-Defense Against NSAs, supra note 16, at 775–76. The “strong, reasonable, and objective basis” standard is also used in Principle 7 as the basis for targeting those providing material support for armed attacks. Id.}

\footnotetext{234}{See supra Part II.D.}

\footnotetext{235}{See Bethlehem Self-Defense Against NSAs, supra note 16, at 775–76.}
consent to such action in the circumstances, or whether it is permitted to forgo such requests and unilaterally make inferences as to the unwillingness of the territorial state.\textsuperscript{236} The inference of unwillingness thus theoretically involves two distinct determinations—namely the determination by the state that it is entitled in the circumstances to make such an inference, and then the drawing of the substantive inference itself. But in practical terms these two distinct determinations begin to collapse into one. Both decisions are based on the same evidence and conclusions. The evidence that forms a sufficient basis for the decision that the territorial state is unwilling to either take action or consent to action is going to also form the basis for the decision that the target state is entitled to make that very inference.\textsuperscript{237} The same is true of the inference of consent. Thus, the question will be what standard should apply to the combined determination that the territorial state is unwilling to assist or consent, and that such a unilateral inference is permitted in the circumstances. But that standard arguably should be different from the standard for determining whether the target state can reasonably determine that the territorial state is unwilling, based on its explicit denial of a request for action or consent to permit a use of force against the NSA. For short, I will refer to the categories of substantive decision points as (i) “armed attack,” (ii) “necessity/imminence,” (iii) “explicit unwillingness,” and (iv) “inference of unwillingness/consent.”

A problem with the Bethlehem Principles is that they do not sufficiently consider the differences between these distinct decisions, and thus purport to subject them all to a similar standard. Part IV will take up the issue of how we might think about developing different standards to govern these distinct decisions, but it is worth pausing here to consider why varied standards are theoretically necessary. To begin with the categories of “armed attack” and “necessity/imminence,” these are already part of the doctrine of self-defense, and yet they are modified in the context of the unwilling or unable doctrine.\textsuperscript{238} The \textit{jus ad bellum} regime implicitly contemplates that states are entitled to determine for themselves that they are the victim of an actual or imminent armed attack, and that the use of force in response is necessary.\textsuperscript{239} The presumption is that states may and will make these

\textsuperscript{236} Id. at 776 (explaining in what circumstances the requirement for consent is inapplicable).

\textsuperscript{237} Id.

\textsuperscript{238} See supra Part II.A.

\textsuperscript{239} This can be traced back to the exchange of diplomatic notes during the negotiation of the Kellogg-Briand Pact. See \textit{FORCESE}, supra note 65, at 185–86, and
decisions unilaterally. Such decisions are, however, typically subject to ex post assessment of one kind or another, and the defending state usually feels compelled to furnish the international community with arguments and evidence in justification of its actions. The determination of these very same issues is slightly different, however, in the context of the unwilling or unable doctrine, because there is the explicit presumption, provided for in Principle Ten, that the target state should first request that the territorial state either take action or consent to the target state doing so. Notwithstanding how the principles walk back from this presumption, it should be understood to alter the nature of the standards that govern the decision-making. For it needs to be said yet again that the presumption reflects the fact that the territorial state may be “innocent” in the sense of having done nothing to encourage or assist the NSA action—and so the evidentiary burden for establishing that it is in some way culpable should be high for justifying any violation of its sovereign rights for the purpose of attacking the NSA without the state’s consent. It certainly cannot be the case, therefore, that the standards governing these decisions would be lower than those that apply to a defending state in a straightforward exercise of self-defense against an attack by another state.

Turning to the third category, of “explicit unwillingness,” recall again that Principle Ten establishes a baseline presumption that the target state must obtain consent for the use of force from the territorial state, and that “all reasonable good faith efforts be made to obtain” such consent. Principle Twelve, the “unable” Principle, even provides that if consent is requested, the target state must provide to the territorial state a reasonable plan of action to deal with the NSA, and seek its consent to the execution of the plan. But Principles Eleven, Twelve, and Thirteen then go on to significantly hollow out that presumption. What happens if the target state does request consent but the territorial state refuses? The principles do not actually contemplate this circumstance explicitly, but they would seem to imply that such refusal would by definition make the territorial state “unwilling,” thereby “colluding” with or “harboring” the NSA. But this too needs to be unpacked. What if the territorial state does not agree with the target state’s assessment that the NSA poses a risk of

nn. 40–42. For the notes exchanged, see Denys P. Myers, Origin and Conclusion of the Paris Pact 34–56 (1929) (providing a history of the negotiations); see also U.S. Dept. of State, Treaty for the Renunciation of War (1933) (containing reproductions of all the associated documents, including the US note of June 23, 1928).
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imminent armed attack? Or that the use of force is necessary to prevent such attack? Indeed, what evidence is the target state required to provide to the territorial state in the process of requesting action or consent? Which judgment should prevail in making the determinations of armed attack, imminence, and thus necessity? This raises both “how” and “by whom” issues. If the target state has complete authority to decide to act regardless of the territorial state’s position on these issues, then the request for consent is not a consultation in any meaningful sense, but merely an ultimatum: “take action or consent immediately, or we will undertake strikes in your territory regardless.”

It is worth recalling that the Taliban requested, as a precondition for turning over Osama Bin Laden, evidence from the United States to support its claim that al-Qaeda was responsible for the 9/11 attacks, and that the United States refused to provide any such evidence.244 The fact that it is now almost universally accepted that al-Qaeda was responsible for the 9/11 attack, and that the 9/11 attacks did constitute an armed attack on the United States, does not mean that the request for evidence was unjustified, or that the United States had no obligation to provide such evidence before using force against Afghanistan. Yet while the Bethlehem Principles again do not address these questions directly, it seems quite clear that the doctrine is understood to permit the target state to make most if not all of these determinations for itself unilaterally, each one governed by the same relatively low reasonableness standard.245 There seems to be little recognition that territorial states may have a reasonable basis for protesting that a use of force is not necessary or justified in the circumstances. Moreover, there is no contemplation of any ex post assessment of which view was the more reasonable view in the circumstances, if the target state makes its own determination and acts upon it over the objections of the territorial state.

This brings us to the final category, the “inference of unwillingness/consent.” Recall that Principle Twelve provides that consent to the use of force by the target state is not required where the territorial state is unable to itself address the threat, and there is a “strong, reasonable, and objective basis” for concluding that


245. See generally Bethlehem Self-Defense Against NSAs, supra note 16.
attempting to seek consent would materially increase the risk that the use of force will be ineffective (primarily due to suspicion that the territorial state will tip off the NSA). This suggests that the target state is entitled to both infer that the territorial state is “unable” and to determine that requesting consent poses too great a risk. As discussed above, the idea that this alone would permit the use of force is entirely inconsistent with the traditional understanding of *jus ad bellum*, and so to interpret it in a manner that is consistent with established law, the Principle should also be understood to mean that the target state has the basis for making the further inference that the unable state is also unwilling to permit the target state to take action. As we have seen, Principle Eleven provides for just such an inference, stating that the target state need not obtain consent where there is a “reasonable and objective basis” for concluding that the territorial state is either “harboring” or “colluding with” the NSA, and is thus unwilling to either take action or provide consent to the target state’s action (though, again, the Principle does not explicitly indicate who is to so conclude). Finally, Principle Thirteen adds that the territorial state’s consent to a target state use of force within its borders may be implicit, being inferred from past acquiescence. And all of these decisions are permitted without any communication with the territorial state regarding its ability to act, its willingness to act, or its willingness to consent to the target state’s action. As with other aspects of the principles, the grant of unilateral discretion to make these decisions overly privileges the target state, allowing it to reduce its risk to the greatest extent possible at the cost of the rights and interests of the territorial state, and at the cost of distorting the principles that govern the doctrine of self-defense.

These unilateral decisions or inferences should surely be understood to be governed by stricter standards than the standard that applies to self-judgment in the traditional doctrine of self-defense. What is more, in contrast to the operation of the traditional doctrine of self-defense, in which there is typically some form of explanation and disclosure as part of a process of justification, the unwilling or unable doctrine is typically invoked in circumstances in which target states make virtually no disclosure. The United States has refused to disclose the legal analysis justifying its targeted killing program in general, and in the specific instances in which it has invoked the unwilling or unable doctrine, it has done so with bald assertions of the imminence

246. *Id.*


249. *See supra* Part II.D.
of attack and necessity of self-defense, with no supporting evidence.\footnote{250} The greatest disclosure has been the legal analysis justifying the killing of Anwar al-Awlaki,\footnote{251} but it was both reluctant and was the exception, with both the analysis and the reasons for its disclosure being driven primarily by the fact that al-Awlaki was an American national.\footnote{252} This lack of transparency regarding the decision-making suggests that there should be additional standards regarding levels of disclosure and \textit{ex post} justification, as well as an understanding that the less transparency there is, the stricter the standards governing the decision-making itself should be.

The failure to more fully address how and by whom all of these distinct determinations are to be made, and the strong bias in favor of the interests of powerful target states over the rights of weak territorial states, is a structural weakness that has already manifested itself in uses of force that are very difficult to reconcile with the traditional doctrine of self-defense.\footnote{253} As Deeks wrote before the publication of the Bethlehem Principles, “where the test is not clear, a victim state’s claim that a territorial state is unwilling or unable to act is easy to make, relatively hard to disprove, and at least superficially useful in concealing an incursion based on other motivations.”\footnote{254} The Bethlehem Principles have not added sufficient clarity to resolve this problem. Notwithstanding the recognition that there should be a presumption of consultation and request for consent, the principles entirely undermine this presumption. They tend to lump all the determinations together, entirely obscuring some of them, treating all of them as being within the sole preserve of target state self-judgment, and suggesting that all but one of them is subject to the low standard of “objective and reasonable basis.”\footnote{255} The principles provide no guidance as to how that standard should be actually applied, or to what extent it should be susceptible to \textit{ex post} review.

\footnote{250}{See Brook\textsc{s}, supra note 11, at 104–28 (discussing the lack of transparency and secrecy of the policy).}
\footnote{251}{This attack was arguably undertaken with Yemini consent, or at least without objection, and so did not require invocation of the unwilling or unable doctrine—yet the analysis did nonetheless rely on self-defense arguments. President Ali Saleh, who had resisted US air operations in Yemen, had been the victim of rocket attack in June, 2011. Al-Awlaki was killed in the months that followed, during which there was something of a vacuum in Yemini government leadership. See Mazze\textsc{t}ti Kn\textsc{i}fe, supra note 156, at 305–08.}
\footnote{252}{See, e.g., Mazze\textsc{t}ti Kn\textsc{i}fe, supra note 156, at 299–320; Scahill, supra note 156, at chs. 44, 56, 57.}
\footnote{253}{See Ruys, supra note 3, at 10.}
\footnote{254}{Deeks Unwilling, supra note 7, at 507.}
\footnote{255}{Bethlehem Self-Defense Against NSAs, supra note 16.}
IV. Refining the Doctrine

How then should the doctrine be refined? There have been various suggestions in response to the publication of the Bethlehem principles. Some scholars have written that communication between the target and territorial states is necessary, and that the target state must be ready to provide \textit{ex post} any evidence supporting its determination that the territorial state was indeed unwilling or unable.\textsuperscript{256} Ashley Deeks elaborated a new factor-based test to assist in these determinations as part of moving to a clearer rule-based system, which still has much to commend it as a basis for improving the Bethlehem Principles.\textsuperscript{257} Others have suggested that some independent international organizations should be involved in the determination \textit{ex ante}.\textsuperscript{258} But the target states that have most commonly relied upon the doctrine—namely the United States, the United Kingdom, and Australia in recent years—are highly unlikely to accept any delegation of the decision-making process to an international body \textit{ex ante}, and will be quite resistant to most of the other proposals.\textsuperscript{259} What is more, most of the proposals focus on the important but narrow issue of how and by whom the determinations get made, with much less attention on addressing the inconsistency with the \textit{jus ad bellum} regime. But, as I have argued above, the principles not only excessively privilege and favor the interests of the target state over the rights and interests of the territorial state in the manner in which these determinations are dealt with, but aspects of the principles are inconsistent with \textit{jus ad bellum} and its relationship with other regimes. All of these problems taken together serve to dangerously undermine the prohibition on the use of force more generally, and thus all need to be addressed. They need to be revised or refined in order to bring them into closer compliance with the established understanding of \textit{jus ad bellum} and its relationship with both IHL and the law of state responsibility, and to establish clearer standards on how and by whom the relevant decisions are made. This Part is devoted to exploring some suggestions on how this might be done.

A. Restoring the Integrity of \textit{jus ad Bellum}

The initial step is to revise those aspects of the Bethlehem Principles that are inconsistent with the \textit{jus ad bellum} regime and its

\textsuperscript{256} See, e.g., Irene Couzigou, \textit{The Right to Self-Defence against Non-State Actors: Criteria of the “Unwilling or Unable” Test}, 1 \textit{HEIDELBERG J. INT’L L.} 47, 47–49 (2017).

\textsuperscript{257} Deeks \textit{Unwilling}, supra note 7, at 519.

\textsuperscript{258} Ahmed, supra note 14, at 36.

\textsuperscript{259} See, e.g., Wright \textit{Self-defense}, supra note 57; Moorehead, supra note 128.
relationship with other bodies of international law. As explained in Part III, while these inconsistencies pose serious threats to the *jus ad bellum* regime and the integrity of its relationships with other regimes, these aspects of the principles yet are not central to the operation of the doctrine, so could be eliminated or revised without compromising the doctrine. Thus, a first step would be to reject entirely those parts of the Bethlehem Principles that interfere with or purport to trump the rules of IHL.260 This can be solved by the deletion or revision of those clauses in Principles Six and Seven that purport to establish separate and independent authority for the targeting of individuals who are planning, threatening, or providing support essential to a terrorist attack.261 It must be recognized that even in the event that an international armed conflict is not already in existence between the target state and territorial state, the very act of using force in self-defense triggers the operation of IHL, and thus IHL governs the conduct of armed forces in all aspects of targeting.262 The principles should be revised to clarify that the doctrine does not purport to interfere in any way with IHL rules. Similarly, the references to the law of state responsibility should be deleted, as they run the risk of improperly suggesting that state responsibility may contribute to the justifications for the use of force in some circumstances.263 The essential question should be whether the unwillingness of the territorial state rises to the level of collusion with, control over, or substantial involvement with the NSA, so as to justify the use of force in self-defense against the state for the actions of the NSA. The principles should make clear that this is exclusively a *jus ad bellum* question, not a state responsibility issue.264

The meaning of the concept of imminence also needs to be revised. First, the current formulation needs to be adjusted so as not to undermine the integrity of the principle of necessity in the doctrine of self-defense.265 But at the same time, the revision could take seriously the concerns that the Bethlehem Principles and target state policy seek to address. The doctrine could be revised to adopt some version of the

---

260. See supra Part III.D.
261. Id.
262. Dinstein *Aggression*, supra note 21, at 156–68; Neff, supra note 23, at 340–46, 366–69. IHL would apply regardless of whether one argued the strikes were part of an international or a non-international armed conflict. Indeed, if there is no armed conflict and IHL is not operating, then the target state cannot make recourse to IHL for legal authority to engage in lethal operations in the territorial state at all, and any such operations would be governed by the stricter standards of domestic criminal law and international human rights law. Melzer, *Targeted Killing*, supra note 3, at 80–81.
263. See supra Part III.E.
264. See supra Part III.E.
265. See supra Part III.B.
true “last clear chance” formulation, such that target states would not always be required to have proof that an attack was immediately pending before being justified in responding with force. But this revised formulation would still have to include a temporal concept tied directly to the principle of necessity. And it would not overly privilege target states at the expense of the rights of territorial states or operate in ways that would likely lead to unnecessary uses of force. It should require compelling evidence that: (i) the NSA in question had decided upon and was capable of implementing a specific armed attack, such that there was considerable certainty that the attack would be executed; (ii) notwithstanding that the attack was not immediately pending, the immediate opportunity to use force that presented itself was truly the last and only chance to prevent the threat from materializing; and therefore (iii) there were no other alternatives remaining to prevent the attack, and the immediate use of force was necessary. That may seem like a high bar, but it does take seriously the concerns reflected in the Bethlehem Principles, yet not at the expense of the essential temporal meaning of the concept of imminence, or its integral relationship to the principle of necessity.266

The problems surrounding the definition and use of the concept of “armed attack” should also be resolved. First, the issue of treating a series of small-scale strikes as together constituting an armed attack should be addressed. Some may argue that the current ICJ position on the scale and intensity of force required to constitute an “armed attack” is too high, and needs to be modified, particularly given the kinds of threats posed by transnational terrorist organizations.267 But such arguments either disregard the fact that the modified concept of armed attack will apply in all contexts of self-defense, or they assume without any explanation that there should be a different and unique definition for the concept when applied to the NSA context.268 If there is to be such a unique, context-specific definition, the rationale and parameters of the concept should be clearly developed. In the absence of any such bifurcation of the concept, any modification made for purposes of addressing NSA threats will affect the operation of the doctrine of self-defense in all other circumstances. And permitting the use of force generally against another state in response to a series of sporadic, low-scale, and low-intensity uses of force, such as border skirmishes, could dangerously lower the threshold for war.269 As examined above, the jus ad bellum regime does not yet recognize the
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idea that a series of small-scale and low-intensity uses of force can in
the aggregate constitute an armed attack justifying the exercise of self-
defense, and thus, in my view, the doctrine should be revised to
comply with the established law.

As to the second problem in relation to the concept of armed
attack, the unwilling or unable doctrine should not employ the concept
in ways that are internally incoherent. As explained above, one cannot
define armed attack as an accumulation of strikes that do not
individually rise to the level of armed attack, yet support the use of
force against each such strike as an act of self-defense against an
independent imminent armed attack. For the doctrine to have a
chance of being accepted widely, champions of the doctrine must
develop rationales that are internally coherent and consistent with the
jus ad bellum regime more generally, and its relationship with IHL
and other regimes. And again, the operation of the doctrine need not
depend upon such incoherent positions. Under existing IHL, for
instance, once a target state has used force against an NSA within an
unwilling state, it thereby triggers an international armed conflict
with that state. If the NSA is preparing to launch further attacks,
the situation is akin to the continuation of hostilities in a more
traditional international armed conflict. As such, target state
responses to those strikes would be a continuation of the act of self-
defense, and the jus ad bellum regime would require an assessment of
necessity and proportionality in deciding whether and how to respond
to such pending strikes, but it would not require establishing anew
that the pending action by the NSA poses an “imminent armed attack”
justifying a use of force in self-defense. There is no need to justify each
use of force against NSA action as an independent act of self-defense.
And the threshold for determining the unwillingness of the state (a
topic addressed in more detail below) might be lower once it has
already been established to have been unwilling in the context of the
initial attacks.

It is true that so revising the principles to bring the treatment of
armed attack back into compliance with the established doctrine of
self-defense, and in accord with the relationship between jus ad bellum
and IHL, might disqualify some of the target state actions that have
been previously justified under the doctrine. But that merely
highlights the extent to which those strikes were likely illegitimate.
Revising the principles in this way would still allow the doctrine to
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operate, albeit within narrower parameters, but also with greater legitimacy and wider acceptance.

B. Differentiated Standards for Distinct Target State Decisions

As explained in Part III, the aspect of the principles relating to how and by whom each of the relevant determinations are to be made is seriously underdeveloped, and thus revision requires elaboration as well as refinement. Recall that these decisions were grouped into four broad categories in Part III, namely: (i) armed attack; (ii) necessity/imminence; (iii) explicit unwillingness; and (iv) an inference of unwillingness/consent. The principles do not sufficiently provide for differentiated standards to govern the decision-making process underlying each of these determinations, in terms of the degree of consultation and disclosure that is required, and on what criteria and what levels of evidence the determination of unwillingness in particular should be made. So how should they be refined?

It was noted in Part III that the determinations as to “armed attack” and “necessity/imminence” are already part of the established doctrine of self-defense and would be at a minimum subject to the same standards as applies in the broader context. As will be explored in more detail below, this includes being subject to a good faith standard, in that these decisions must be made honestly and on an objective and reasonable basis—yes, the same language used in the Bethlehem Principles. But, as I have argued above, in contrast to the regular state-on-state exercise of self-defense, in the context of the unwilling or unable doctrine the determinations of “armed attack” and “necessity/imminence” are not alone sufficient to justify the use of force—there must also be the determination of territorial state “unwillingness” in order to justify the use of force in the absence of consent. The determinations of unwillingness ought to be subject to different and stricter standards.

Beginning with the issue of explicit unwillingness, recall that Principle Ten provides for a presumption that the target state must request assistance or consent prior to using force. There are two aspects to this presumption that might impact how we think about the standards applicable to the determination of unwillingness. First, in the scenario in which the target state does request assistance or consent and the territorial state refuses, there have to be (i) standards regarding the sufficiency of evidence that is provided by the target
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state as to the armed attack and necessity for the use of force (disclosure standards), and (ii) standards for governing the basis upon which the target state can disregard or effectively overrule the territorial state’s objection or denial (consultation standards). With regards to the first, the target state must be required to provide sufficiently compelling evidence to demonstrate that (i) its determinations as to the threat of armed attack and necessity for the use of force were made honestly, on a reasonable and objective basis, and (ii) that there is a high probability that the conclusion is accurate—not merely likely. The target state may be reluctant to share information that could reveal intelligence-gathering sources or methods, but on the other side of the equation is the territorial state’s sovereign right to be free from the use of force and foreign intervention. It does not seem a reasonable balance that the more powerful target state should be entitled to violate those sovereign rights, often killing innocent civilians among the population of the territorial state, merely to minimize the risk of compromising its own intelligence collection methods. The obligation to provide sufficiently compelling evidence to ground the honesty and reasonableness of the target state’s determinations, and to demonstrate that there is a high probability that such determinations are accurate, should be made an explicit standard for the operation of the doctrine where assistance or consent is requested.

The second aspect of the presumption to obtain consent, the consultation standards, governs the extent to which the target state has a duty to consider the territorial state’s views. The principles must consider what happens if the target state makes the request and provides sufficient evidence, but the territorial state interprets the evidence differently and reaches a different conclusion. As discussed earlier, the target state should not be entitled to entirely ignore the territorial state’s input, but neither would it be reasonable for the territorial state to have a “veto” over target state action. The standard should reflect a position that is somewhere in between the two extremes. Thus, the target state should be required to provide evidence and afford an opportunity to respond, following which the target state must in good faith consider the territorial state’s response.
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For instance, if the territorial state itself has evidence that may cast a different light on how the activity of the NSA should be understood, it should be entitled to have that evidence reviewed and factored into the analysis, and the target state should be obligated to so consider it. There are far too many known examples of the United States mistakenly killing and torturing the wrong people since 9/11 for there to be any argument that target states always get the analysis right, or would not benefit from input from territorial states. Finally, this middle position also means that the target state must be prepared to demonstrate, after the fact, that it did indeed consult with the territorial state, and did consider its position and evidence, before final decisions were made.

Next, we come to the inferences of unwillingness and consent, which is an alternative to the target state explicitly seeking consent or assistance. The treatment of these inferences is among the most serious weaknesses of the Bethlehem Principles, and requires the greatest revision. I would argue that since there is no explicit basis in treaty or otherwise for self-judgment in this regard, and that the inference is being relied upon to justify what would otherwise be a violation of a jus cogens norm, there should at minimum be a presumption against such unilateral inferences. Such a presumption should be rebuttable only by satisfying significantly more stringent standards than the other unilateral determinations. The idea that the target state can decide on a mere “reasonable and objective basis” that it is entitled to simply infer that the territorial state is unwilling, or that it has implicitly consented to a use of force, makes a mockery of the presumption that the target state must obtain consent. This is particularly so when one considers that in practice, target states relying on the doctrine have typically failed to provide any disclosure ex post regarding the evidence and analysis upon which these decisions have been made. If states are entitled to make these inferences, and never have to explain the basis upon which they were made, it is naïve in the extreme to expect that such decisions will always be made honestly and on valid and persuasive evidence. It is an invitation for action on the basis of bare supposition, suspicion, and speculation, and indeed for use of the doctrine as a pretext for ulterior motives. What then should be the standard?
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In order for the target state to depart from the presumption that it must obtain consent, and instead draw any one of the three inferences—namely: that it is too risky to request consent; that consent has been implicitly provided; or that the territorial state is unwilling—the target state should be required to have sufficiently compelling evidence to support the conclusion that the territorial state is implicitly consenting, or that it is unwilling to consent, with a high probability of correctness. And this should be on the basis of the perspective of an objective reasonable observer. Moreover, not only should the possession of such evidence be a condition of the state acting on such an inference, but the target state should be required to disclose such evidence after using force against the NSA, both to the territorial state and to relevant international institutions. The standard should not be merely objective and reasonable evidence that the conclusion be more probable than not, and it should not permit the target state to merely assert conclusions and avoid ex post disclosure of the evidence. The same standard should apply to the inference that the territorial state has implicitly consented, whether the evidence be of explicit consent in the past in similar circumstances (not mere silence in the wake of past uses of force), or documentary evidence of informal back-channel consent in the current situation. It will be objected that such informal back-channel consent cannot be subsequently disclosed without embarrassing the territorial state government (or one of its agencies), thereby undermining the very idea of informal or implicit consent. But more harm is done to the international rule of law, and to the integrity of the *jus ad bellum* regime in particular, by instances of target states using force against territorial states on the basis of asserted implicit consent, but in the face of explicit and loud objections and protests by the territorial state.

A further distinction has to be made with respect to the inference of unwillingness. It will be recalled that in Principle Eleven of the Bethlehem Principles, a distinction is made between unwillingness that can be established because the territorial state is “colluding” with the NSA, and other situations in which the territorial state is “otherwise unwilling to effectively restrain the activities of the NSA,” which is referred to as “harboring.” The principles are not explicit on whether both of these are subject to the unilateral “inference of unwillingness.” Is it open to the target state to infer both? Is one more likely to be the result of an inference? Do they imply the same level of culpability? It is not at all clear how the principles respond to such questions. But I would argue that our understanding of the unilateral inference of “unwillingness” should be informed by the more traditional

---

test for attribution in the doctrine of self-defense. It will be recalled that the traditional test, at least as articulated by the ICJ, is that there be sufficient evidence that the territorial state is or has been substantially involved in the activities of the NSA. The ICJ ruled out the notion that the mere “harboring” of armed groups constituted a sufficient nexus to support attribution to the state of the acts of the armed groups.

It is true that the Nicaragua standard has been increasingly challenged in the post-9/11 era. As discussed above, the Taliban’s acquiescence in al-Qaeda’s actions and subsequent refusal to address the threat was seen as being sufficient “involvement” in and ex post “adoption” of al-Qaeda’s actions to justify the use of force against Afghanistan. In the age of increased threats from more sophisticated transnational terrorist organizations, there are certainly good reasons to think that the traditional attribution standard in the doctrine of self-defense may need to be modified. But even so, the underlying rationale, namely that the territorial state must have sufficient involvement to justify a use of force against it, does and should continue to govern the test for attribution—and the same rationale should inform the standards for when a target state may infer that a territorial state is “unwilling” to address the threat posed by an NSA. Looked at through the lens of the traditional test for attribution, an inference of “collusion” is not so far removed from a determination of “substantial involvement.” If there is sufficiently compelling evidence to support the conclusion, with a high probability of accuracy, that the territorial state is “colluding” with an NSA that is launching armed attacks, that would also likely satisfy the traditional test for “substantial involvement,” such that the actions of the NSA could be attributed to the state for purposes of self-defense.

In contrast to collusion, however, the Bethlehem Principles’ vague definition of “harboring” is far removed from the traditional test for attribution, and it could even cover situations that involve less culpability than the “harboring” that was rejected by the ICJ. If there is to be some reconciling of the standards for “unwillingness” and the test for “attribution,” there should be more focus on the unreasonableness of the territorial state’s unwillingness to either deal
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with the threat itself or provide consent to the target state to do so. Such unwillingness, in the face of sufficient evidence of the necessity for action to defend against the threat, starts to move that state down the spectrum toward the standards for traditional attribution—that is, substantial involvement in the operations of the NSA. It may not be “involved” in operational terms, but unwillingness to act in the face of compelling evidence of the threat begins to implicate and involve the territorial state in the NSA’s activity in moral terms, and the concepts of fault and blame begin to attach. But to permit the target state to merely infer that the territorial state is “otherwise unwilling to effectively restrain the activities of the NSA,” without having first provided it with evidence of the threat or made any direct request for its action or consent, is to radically depart from the idea that there be some level of involvement and culpability sufficient to justify the use of force. I would argue that target states should only be permitted to make inferences of “unwillingness” where there is sufficiently compelling objective evidence to support the conclusion, with a high probability of accuracy, that the territorial state is “colluding” with or substantially involved in the operations of an NSA. In the absence of such evidence, the request for consent must be made and rejected in order to ground the determination of unwillingness.

Finally, given this requirement that there be some level of involvement and thus culpability, which is qualitatively and morally different from a mere inability to prevent the operations of the NSA, the doctrine should be revised not only to reflect this distinction on unwillingness, but also on the issue of inability. As explained in Part III above, the doctrine cannot be understood to justify the use of force against a territorial state based solely on its inability to prevent NSA attacks. Granted, from the target state’s perspective, it may make little difference whether the territorial state is “unwilling” or “unable,” so long as the armed attacks continue to rain down upon its head. But from the perspective of whether the territorial state has done something to forfeit its right to full respect for its sovereignty, the difference is salient. 288 Thus, mere inability to deal with the threat posed by an NSA should not be grounds for a use of force against a state. The onus is on the target state to approach the unable territorial state for consent to take action. It is only when the state that is unable to deal with the threat posed by an NSA also refuses its consent to allow the target state to do so that it becomes “unwilling,” such that that the use of force may be justified against the NSA and the territorial state in which it is operating as an exercise of self-defense.
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In essence then, the “unwilling or unable” doctrine should be more properly understood as the “unwilling” doctrine.

C. Minimum Good Faith Standard for All Self-Judgment

In addition to the foregoing argument that there should be some differentiation in the standards that apply to the different determinations that the doctrine authorizes the target state to make, there is also an argument that all of these determinations should be additionally subject to a robust and well-developed good faith standard. The Bethlehem Principles themselves suggest the application of a good faith standard—Principle Ten ends with the admonition that “[w]here consent is required, all reasonable good faith efforts must be made to obtain consent.”289 Strangely, it only explicitly imposes a good faith requirement when consent is actually requested, and not when unilateral inferences are being made by the target state. But the language “reasonable and objective basis” applied to those determinations does also suggest an element of good faith. Yet the principles do not go further to explain the nature of the good faith standard that should govern all these unilateral decisions, particularly those that depart from the presumption of requesting either assistance or consent. In suggesting that these determinations all should be subject to a good faith standard, it is important to unpack that ubiquitous concept and establish what precisely it should mean in this context. In thinking about what that should entail, it is helpful to examine other areas of international law in which the exclusive exercise of self-judgment is understood to be subject to a robust and well-developed standard of good faith. Such good faith requirements operate to both limit the discretion of the state engaged in self-judgment and provide a standard for an ex post assessment of the validity of the judgment made.

One area in which this has been examined in some detail is that of investor-state arbitration under the terms of bilateral investment treaties (BITs). Many BITs include provisions that allow the state to depart from its obligations for reasons of national security, maintenance of public order, or to respond to some other emergency.290 Such provisions are also common in the many bilateral friendship, commerce, and navigation (FCN) treaties concluded in the period just

after World War II. They are commonly referred to as “non-precluded measures” provisions (NPMs). Many such NPMs include language indicating that the state is not precluded from taking measures (which would otherwise violate the treaty) that it “considers necessary” in order to protect its national security and other vital interests. This language is intended, so the argument goes, to signal that such determinations are the exclusive preserve of the state, and not subject to challenge by the investor or the investor’s home state (in the case of BITs), nor subject to judicial review. This immunity from second guessing and judicial review is argued to flow from the fact that this right to exercise self-judgment is explicitly provided for in the treaty, and is thus quite distinct from customary international law defenses under the law of state responsibility. In this sense, the exercise of self-judgment pursuant to NPMs in BITs and FCNs is afforded the greatest deference, permitting states to unilaterally make decisions without condition or oversight. And yet, even here, it has been argued that the exercise of such judgment is bounded by, and subject to institutional review on the basis of, the requirements of good faith.

This minimum two-part test for good faith requires that (i) the state engage in honest and fair dealing in the exercise of self-judgment; and (ii) the state have a rational basis for the judgment that is made. Beginning with the first prong of the test, the idea that states must in
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The obligation to fulfill in good faith a treaty engagement requires that its stipulations be observed in their spirit as well as according to their letter, and that what has been promised be performed without evasion or subterfuge, honestly, and to the best of the ability of the party which made the promise.

Thus, in the investor state context, it has been argued that it is open to review whether the state has acted honestly and to the best of its ability in invoking an NPM clause. Where there is evidence that the state has used the NPM as a pretext for ulterior motives, or where the connection between the state action and the alleged national security rationale is tenuous, it is open for a tribunal to decide that the invocation of the NPM was not undertaken in good faith.

The second element of the test shifts the focus from the motive and honesty underlying the decision-making process to the objective grounds for the judgment made, requiring that there be an objectively rational basis for the decision made in the circumstances. This is the commonly understood reasonableness test, which requires that a reasonable person in the circumstances of the decision maker, with the information available at the time, could have reasonably reached the same conclusion. Such a good faith test has been applied in contexts other than the BIT and FCN context. It was considered by the ICJ, for instance, in a case involving a bilateral agreement for the provision of judicial assistance, in Certain Questions of Mutual Assistance in Criminal Matters (Djibouti v. France).

How should this good faith test apply in the context of the unwilling or unable doctrine, and moreover, what is the legal basis for such a requirement? To begin with the first question, in the circumstances we are addressing here, the good faith requirement would arguably apply to both the initial determination that self-judgment is appropriate, as well as to the exercise of judgment on the various substantive issues in question. For instance, if the target state determines that it need not seek consent from the territorial state because the risk is too high or because it has concluded that the territorial state is colluding with the NSA, that preliminary
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determination should be subject to a good faith requirement. But in addition, the good faith test should operate to govern, and be the basis for the subsequent substantive assessment, that: (i) an NSA poses a threat of armed attack; (ii) the threat is imminent and that the use of force in self-defense is thus necessary to respond to it; and (iii) the territorial state is unwilling to either take action or consent to the target state doing so. Each of these judgments should be honestly and fairly reached, and each conclusion should be based on reasonable and objective evidence. What is more, these requirements further imply that there must be some degree of disclosure, at least after the fact, so as to permit an assessment of honesty and reasonableness. And these should be understood as threshold minimum requirements, before applying the differentiated standards discussed above, some of which impose higher evidentiary standards and higher probabilities of accuracy.

Turning to the second question, regarding the legal basis for a good faith requirement in these circumstances, this would appear to be less obvious than in the investor-state or FCN treaty context. This is because in the latter situation there are specific treaty provisions that provide for non-precluded measures, some of which explicitly reserve to the state the right to unilaterally decide when the provision is to apply.304 These, it has been argued, are clearly subject to the good faith requirement in Article 26 of the Vienna Convention on the Law of Treaties,305 and to the general principle of good faith that is part of the law of treaties.306 It might be objected that there are no such specific treaty provisions governing the judgments at issue in the context of the unwilling or unable doctrine, and thus no Article 26 good faith requirement can be said to apply. This objection could of course cut two ways, since it is the explicit language of the NPMs in BITs and FCN treaties that confers the right of self-judgment upon states, and so the absence of any such treaty authority could be said to militate against claims of a legal authority for target states to unilaterally make all the determinations at issue here. Indeed, this second argument is supported by language in the Nicaragua judgment that suggests that the unilateral invocation of NPMs will be afforded less deference in the absence of explicit treaty language signaling a state’s reservation of the right to make such unilateral decisions.307 But assuming for the
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moment that we agree that the target state has the authority to exercise self-judgment in making some or all of these determinations, the principle of good faith in the law of treaties would then arguably still apply.

First, while there are no specific NPM-type provisions at issue here, the determinations are being made in relation to the exercise of a right under the UN Charter. The implicit claim of the unwilling or unable doctrine—that the target state is entitled to unilaterally make a number of key determinations regarding the justification for the use of force against NSAs in a nonconsenting state—is based on an interpretation of the treaty right of self-defense provided for in Article 51 of the UN Charter, and the related principle of customary international law. That being so, it follows that the unilateral determinations so authorized by Article 51 must be similarly subject to the principle of good faith provided for in Article 26 of the Vienna Convention on the Law of Treaties, in much the same way as the self-judgments authorized by NPMs in BITs and FNCs. And to the extent that the parallel doctrine of self-defense in customary international law is also said to similarly authorize these unilateral determinations, then the parallel obligation to perform customary international law obligations in good faith would apply.

This may lead to the objection that if the foregoing argument is correct, then it must also follow that the “normal” self-judgments undertaken in the course of the exercise of self-defense against another state—that is, that the state is the victim of an actual or imminent armed attack, and that a use of force is necessary to respond to such attacks—would also be subject to good faith requirements. The short answer to this objection is simply “yes, that is correct.” While it has not been the explicit focus of the ICJ decisions regarding the doctrine of self-defense, there can be little question that the determinations of the defending state are subject to the requirement that the decisions be honestly made, and that they be rationally made on the basis of objective evidence. The debates surrounding the legitimacy of actual claims of justifiable self-defense frequently center on questions of whether the defending state had a legitimate purpose or was using self-defense as a pretext to disguise nefarious motives, and whether the defending state had a reasonable basis for determining that it was under attack—reflecting precisely the elements of the good faith
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test.\textsuperscript{310} What is more, as discussed earlier, in the operation of the broader doctrine of self-defense, there is typically an expectation that the defending state will provide disclosure of its reasons and the evidence upon which its decisions were made.\textsuperscript{311} There is always the prospect of \textit{ex post} review, if not in the ICJ, then in the court of public opinion in the international community.\textsuperscript{312}

D. Transparency and Accountability

This last point brings us back to the issue of transparency and accountability. There has been a widely noted lack of transparency surrounding the American drone-based targeted killing policy.\textsuperscript{313} Indeed, it has been shrouded in secrecy. For many years the US government would not even confirm that it was engaging in targeted killing, and even now the legal arguments, rules of engagement, evidentiary standards, and many other aspects of the policy remain classified.\textsuperscript{314} There have been increasing arguments that greater transparency and accountability are essential to the legality of the operations against NSAs more generally.\textsuperscript{315} The arguments for transparency and accountability have been specifically made with respect to IHL and international human rights law aspects of targeted
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These claims are grounded in treaty provisions that implicitly require transparency for purposes of monitoring compliance, and accountability in the form of preliminary ex post assessment of all operations, followed by thorough investigation of those actions that raise questions of lawfulness. But similar arguments should apply to the jus ad bellum aspects of operations against NSAs in nonconsenting states. Transparency and accountability are integral to the very essence of the rule of law, since the assessment of fair implementation of, compliance with, and enforcement of the law is impossible without both. The good faith obligations considered above, as well as the differentiated higher standards articulated to govern each of the determinations made by the target state, all contemplate and require the possibility of ex post assessment of whether target states have made the decisions leading to such operations honestly, and on the basis of the requisite level of evidence, satisfying the probability of accuracy required by the particular standard in question. The increased standards that I have argued for would require disclosure in order for the international community to monitor compliance, and for a more formal process of procedural review in the event of a challenge to the legality of a use of force.

In concluding this discussion of self-judgment and the differentiated standards that should apply to the target state's unilateral determinations, it may be helpful to distill and summarize here the standards that should apply. There are four decisions implicated, namely whether: (i) the threat posed rises to the level of an armed attack; (ii) a use of force in response is necessary (which may require a determination of imminence); (iii) the territorial state has explicitly refused assistance or consent (explicit unwillingness); and (iv) the target state may infer, and does infer, that the territorial state is implicitly consenting, or is unwilling to consent (an alternative to option (iii)). All of these determinations, as forms of self-judgment, are subject to a minimum standard of good faith, requiring honest dealing and a reasonable objective basis for decisions. But they are also subject to further differentiated standards.

Decisions as to armed attack and necessity are similar to a state-on-state attack, but affirmative determinations are not sufficient to justify the use of force—either consent or unwillingness is also required. There should be a presumption that target states will explicitly seek assistance or consent from territorial states. The determination of explicit unwillingness requires that the target state: (a) make disclosure to the territorial state, providing sufficiently compelling evidence to demonstrate that its determination that the
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NSA poses a risk of imminent armed attack, which makes the use of force necessary, is very likely accurate; and (b) to meaningfully consult with the territorial state, giving reasonable and good faith consideration to alternative views and evidence the territorial state may share.

There should be a presumption against unilateral inferences of either consent or unwillingness. Rebutting this presumption requires that the target state have sufficiently compelling evidence to support that conclusion with a high probability of correctness, from the position of an objective and reasonable person, and it should be required to disclose this evidence ex post to justify the action. In the event of inferring “unwillingness,” the test is “collusion,” “substantial involvement,” or “adoption,” in line with the established jus ad bellum attribution test, not mere “harboring.” And finally, the inability of the territorial state to address the threat, by itself and without denial of consent (and thus unwillingness), cannot justify a use of force by the target state. All of these standards require greater transparency and accountability, and the inferences of unwillingness or consent, in particular, require the target state to provide significant ex post disclosure.

V. Conclusion

Out of the ashes of two catastrophic world wars, the United Nations system was designed with the primary objective of enhancing international peace and security. The modern jus ad bellum regime was developed at the core of this system for the purpose of reducing the scourge of war among states. Notwithstanding the prevalence of civil wars and insurgencies in recent years, the system has been more successful than is often realized—so successful perhaps that we have become complacent about the risk of armed conflict among powerful states. Yet at a time when the entire system of international law and institutions is under strain, and instability in the relations among the great and emerging powers is increasing, we should not be too sanguine about this risk of war, or indifferent to threats to the legal regime that was designed to reduce that risk.

The unwilling or unable doctrine, embodied and embraced in the form of the Bethlehem Principles, poses just such a risk to the jus ad bellum regime. While the doctrine is relied upon for the narrow purpose of using force against NSAs within the territory of nonconsenting states, primarily as an aspect of counterterrorism
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operations, it is claimed to be part of the doctrine of self-defense in the *jus ad bellum* regime. The doctrine perverts the concept of imminence, and distorts the definition of armed attack, in ways that would lower the threshold conditions for the justifiable use of force in self-defense for all purposes, not just against NSAs in nonconsenting states. This is exacerbated by implications that the law of state responsibility could bolster claims of justification for the use of force in ways that confuse the relationship between *jus ad bellum* and the law of state responsibility, and again cause confusion regarding the justification for the use of force. Similarly, aspects of the doctrine destabilize the well-established relationship between the *jus ad bellum* and IHL regimes, weakening both in the process. Finally, by providing weak standards to govern when the target state may make unilateral determinations as to the necessity for the use of force, and the consent or unwillingness of the territorial state regarding such use of force, the doctrine grossly over-privileges the interests of the powerful target states at the expense of the rights and interests of typically weaker territorial states. The perception that the law is being developed yet again to instrumentally serve the interests of the powerful states only serves to further erode the legitimacy of the *jus ad bellum* regime and the international rule of law more generally. This perception is exacerbated by the fallacious claims that the doctrine has achieved the status of customary international law, on the basis of the practice of a handful of powerful Western states.

Having said all of this, it must be recognized that states are unlikely to accept the proposition that they cannot use force against NSAs that pose a legitimate threat to their national security simply because the state in which they are operating is unwilling to provide consent. The efforts to develop the unwilling or unable doctrine into a more robust and law-based set of principles, so as to create a more realistic and substantive framework to govern the use of force against NSAs in nonconsenting states, are to be applauded. But those efforts have been insufficient, given the problems addressed above. The doctrine can and must be brought into greater compliance with the established principles of the *jus ad bellum* regime. And this can be done without overly weakening the effectiveness of the doctrine in addressing the real threat of transnational terrorism. Several of the more problematic aspects of the doctrine, such as those perverting the concept of imminence and distorting the definition of armed attack, can be adjusted without nullifying the core operation of the doctrine. Similarly, the establishment of differentiated and more stringent standards for governing the self-judgment of target states in determining the necessity and justification for the use of force would not preclude the operation of the doctrine. These adjustments will of course shift some of the risks, and provide a greater balance as between the rights and interests of target states and territorial states. But it will also reduce the risk of error, increase the legitimacy of the
doctrine, and diminish the very real threat that the current formulation of the doctrine poses to the *jus ad bellum* regime. Just as this Article was going to press, India responded to a terrorist suicide bombing by conducting air strikes against NSA targets within Pakistan, which India claimed had been at best unwilling to suppress the terrorist groups.319 One of India’s planes was shot down. The world held its breath at the prospect of war between nuclear-armed states, an escalation facilitated in part by operation of the unwilling or unable doctrine. This is not to trivialize or dismiss the very real risk posed by transnational terrorism—but efforts to reduce that risk cannot displace all other considerations. At the end of the day, there has to be a recognition that a doctrine developed to address the narrow and specific threat posed by transnational terrorism cannot be allowed to undermine the regime designed to maintain international peace and security. War among states poses far greater risks than that posed by sporadic terrorist attacks.